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BBC Data Protection Hanidbook

Welcome to the BBC Data Protection Handbook, which sets out the BBC's approach to Data

Protection and offers guidance and information about DP within the BBC.
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Module 7 - lutroduction

1.1 What is data protection law?

Data protection law gives people the right to control how their ‘personal information’ (any
information that retates to them, such as a name, contact details, preferences etc) is used.
Organisations such as the BBC that use personal information are under obligations to use such
information responsibly.

1.2 Why is data protection important?

Data protection is about protecting people’s privacy. This includes all people who are connected
with the BBC in some way - employees, contractors, contributors, website users etc.

1.3 Why is it important to get it right?

The BBC is committed to protecting the personal information of audiences, employees and
contributors in accordance with the law.

It’s therefore important that the BBC gets data protection right because:
« It affects everyone involved with the BBC; and

e It’s key to the BBC’s role as a public service broadcaster that it follows the rules on data
protection, which need to be carefully balanced with the BBC’s freedom of expression in
its programme making.

Module 2 - Overview of Data Frotection

The Data Protection Act 1998 (DPA) protects individuals’ privacy by regulatlng how personal
information (defined in the DPA as ‘personal data’') is collected, used, disclosed and stored.

2.1 The Rules

In order to comply with the DPA, the BBC must follow rules abolit how personal information is
used:

;ltwere your own. Failure by BBC Szaff to
ndbook {the “Handbook") 1s cause for d

1.4 What records are covered?

Anything which includes personal information (i.e. both hard copy and electronic récords) must
be used in accordance with this Handbook.

1.5 Who is affected?

Everyone at the BBC is accountable for following and upholding the requirements of this
Handbook. If, as a BBC Staff member, you collect any details about individuals in the course of
your work, you will be using personal information. This means that you must abide by the rules

set out in this Handbook. This Handbook sets out all the tools you're likely to need relating to
personal information in your day to day work.

1.6 Who can help within the BBC?

The Information Policy and Compliance department within the BBC is responsible for overseging
the BBC’s compliance with the BBC’s obligations under the DPA and the Freedom of Information
Act 2000 (FOIA).

To find out the IPC Adviser for your division, check the IPC Gateway site.

Contact the (PC Team at: dpa.officer@bbc.co.uk 3
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3. We must only use sensltwe personal mformanon if it.isal bsolutely necessag[ for us to”
use it. :

4. Wemust only use nsmve personal information: where we haVe ob:amed the
individual’s: ress consen s unless an exceptlon applles. Sk

5. Wemust. mlamto lndmdgglg at the.time thelr personal: mformation is collected, how
that information will.be: used /the BBC. :

6. We must only obtam and use personal information for those uroases which are known
to the individual. . S

7. We canonly. change the: purpase for which personal informanon is-used if we make
people aware of such-a changg and: they can eggrgs tt_!elr concerns

relevan

8. We must only | kee ”‘personal mformanon that is really

9. We must keep pe ‘onal nformauon accurate. and upto dat

10.-We:must only keep personal 1nformation for:as long as 1s reallz cessa[y
11. We:must: always adhere to our Sub;ec; Agcess gguesg Procﬂgre and ber _gc_gpg_ to
any queries; requests or complaints made by. individuals.in connection with thelr
personal lnformatlon

12. We must always adhere to our lnformatxon Security Policies.

15.  We must always i f-lndlvid'uals to ogi_-gut of receiving marketing informatlotL

16. We must always suppress the details of mdlviduals who have opted out of recewmg
marketing lnformatlon
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Throughout this Handbook these rules are repeated where they are relevant to the work at the

BBC.

it is important to understand the reasons behind each rule and the practical steps to follow in
order to comply with the rules.

Rule # We must

ensurethat there a léwful‘,grounq for using personal:information - :

Understanding the Rule

This is part of the principle in the DPA to only use personal information fairly and lawfully. The
BBC must always be able to rely on a lawful ground to use personal information e.g. the BBC is
required to pass on details about employment and salary terms to HM Revenue and Customs for
taxation purposes. Although the BBC is also required to inform individuals about how the BBC
will use their personal information, we can never use personal information in a manner that is
unlawful. For example, obtaining personal data about an individual by impersonating them is a
criminal offence (this practice is known as “blagging” and the regulator is seeking increased
penalties for those convicted of it).

Practical steps

We need to be sure that what we want to do with the personal informatiori 1s lawful. Ask
yourself whether the purpose for using the information might be contrary to any law. It may be
obvious that a purpose is lawful, such as where the BBC is required to use the information in
order to comply with its own lawful obligations. If in doubt, please contact the IPC Team.

Understanding the Rule

The BBC must use personal information fairly. To ensure that the use is fair, the BBC must
consider the consequences of the proposed use to the interests of the individual. If thefe is a
concern that the use may be detrimental to the individual, then the use may not be fair. As a
guide the BBC should consider whether the use of the personal information would be within
their reasonable expectations.

Practical Steps

Additionally, to use personal information the BBC must always meet one of the specified
conditions. One of the specified conditions is the consent of the individual concerned and it may
be fair to assume implied consent in certain circumstances (e.g. where an individual writes to
the BBC they implicitly consent to their personal data being processed to deal with their query).
Furthermore, in many cases it will be possible to rely on the specified condition relating to the
legitimate interests of the BBC in using the personal information so long as there is no prejudice
to the individual concerned. However, when using sensitive personal information (e.g.
information about someone’s health or religious beliefs), the BBC needs to meet an additional
condition. Please see Rule 3 and Rule 4 for further guidance on sensitive personal information.

Please contact the IPC Team if you are not sure which condition to apply.

Contact the IPC Team at: dpa.officer@bbc.co.uk 5

ensitive personal information if it is absolutely necessary forusto -

Understanding the Rule

Sensitive personal information is information relating to an individual’s racial or ethnic origin,
political opinions, religigus or other beliefs, trade union membership, health, sex life and
criminal convictions. This information deserves even stronger pratection than other personal
information, so our standards of care must be higher when dealing with this type of information.

Practical Steps

You should always assess whether sensitive personal information is essential for the proposed
use. If you can achieve your aim without using sensitive personal information, then do not use
it. Please remember the greater expectation of privacy that people attach to these pieces of
information.

;qbtained,f the

Understanding the Rule

Given the nature of this type of information, it is usually only appropriate for us to collect and
use it when people agree. This permission to our use of sensitive personal information must be
genuine and freely given.

Practical Steps

When you use a form to collect sénsjtive personal information, it must include suitzble wording
explaining to the indjvidual why this information needs to be collected and that the individual is
giving explicit consent for this purpose.

Consent must be demonstrable. When you collect it verbally it must be recorded in such a form
as to prove that the requisite information was provided to the individual and their response is
capable of being verified.

Where consent is not possible, you should contact the IPC Team to consider whether an
exception applies.

Note on financial information: Financial personal information is not defined as “sensitive
personal data” inder the Act, but nonetheless deserves special protection due to the serious
harm that can result from its misuse.

tion ,i'sf‘ collected ;5 how

Understanding the Rule

Contact the IPC Team at: dpa.officer@bbc.co.uk 6

MOD100018115



mailto:dpa.officer@bbc.co.uk
mailto:dpa.officer@bbc.co.uk

For Distribution to CPs

The BBC must provide certain information to notify the individual about the use of their
personal information. Being open and transparent in the way that we use and share our
employees’ and users’ personal information is the single most important step we can take to
create good data protection practices within the BBC. This means that individuals are always
told in a clear and comprehensive way about the uses, disclosures and processing activities
performed on their information when such information is obtained. This is usually done through
a Privacy Notice.

Practical Steps

In the context of employees’ information, Privacy Notices need to be issued to all employees
operating in the EU and where obliged to by law in countries elsewheére.

For users’ information, the BBC must make available versions of the Privacy Notice at the points
where personal information is collected which will typically include application forms and
websites.

The BBC’s Privacy Policy is an online Privacy Notice which meets our obligation to use
information fairly since it provides website users with informatian about how we use their
personal information when we collect it online. It is important that we also provide specific
details at each point where we collect information.

You must also ensure that if you make changes to the personal information you collect via the
bbc.co.uk website, or you change the purposes for collecting personal information, your
activities are consistent with your Privacy Notice and the BBC Privacy Policy.

See the section “What must we tell people when we’re collecting information about them"
for examples of Privacy Notices.

KEY QUESTIONS

« Are those you hold, or collect personal information about clear as to what you are
collecting and how it will be used?

« Does your use of the information satisfy one of the conditions set out in Rule 2?

« Do you have explicit consent to process sensitive personal information? Could you
provide evidence of this if necessary?

o s this also the case if you collect data about someone from a third party?

Rule 6: We must only qbtain and
| to the individual. S

Understanding the Rule

This rule means that the BBC must identify and communicate thé purposes for which personal

information will be used {including secondary uses and disclosures of the informatiop) to the
individual.

Contact the IPC Team at: dpa.officer@bbc.co.uk 7
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Along with the rules above, this rule limits the use of personal information to the purpose(s) for
which it was obtained.

Practical Steps

It is possible to use personal information collected for several different purposer(. When
collecting personal information from individuags, BBC Staff should consider all likely future uses
and communicate these clearly to the individual at that time. But putting a broad ‘catch-all’
such as “apd any other” use in the Privacy Nbtice is not accepitable. The purpose for using the
personal information has to be reasonably clear when the information is collected.

Where BBC Staff would like to involve individuals in a future survey, ask the individuals whether
they wish in the first place to be contacted about the survey.

‘Rule 7: We can‘only chafige t
' peq;:'t’g -aware pf such-a'chang

Understanding the Rule

If personal information is tollécted by the BBC for a specific purpose (as communicated to the
individual via the relevant Privacy Notice or Privacy Policy) and subsequentlyj the BBC wishes to
use the information for a different or new purpose, the BBC must ensure that the relevant
individuals are aware of such a change. In certain circurhstances, the individual’s consent to the
new uses or disclosures will be necessary.

This means it is important to ensure that when personal information is collected, individuals are
informed of all likely uses of that information, in order to minimise the 1likelihood of having to
inform them at a later stage.

Practical Steps

In every case, the individual must be informed of the fact that his/ her information will now be
used in a different way, ’

If the change is likely to be within the reasonable expectation of the individual, then the change
can be implemented without obtaining consent.

However if a new use of someone’s personal information is likely to have an adverse impact on
that individual’s privacy rights, the BBC must seek and pbtain the consent of the individual
before using the information for that new purpose.

There are certain exceptions to this rule. Please contact the IPC Team for further information.

KEY QUESTIONS

« Have you identified a|l the purposes for which you intend to use the personal
information?

« If you have already collected the information, does the new purpose differ from when

the information was originally collected? If so, pleasé obtain advice from the IPC Team
before proceeding.

Contact the IPC Team at: dpa.officer@bbc.co.uk 8
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| Rule 8: We must only keep personahnformanon a

Rule 9: We must ke l‘nfo;rrﬁjia"'ti’bn, accuraté and up to date: ‘,: e

Understanding the Rule

Personal information should only be collected where it is relevant. The BBC must identify the
minimum amount of personal information that is required in order to fulfil the identified
purpose.

This rule is specifically aimed at ensuring that the correct amount of information about
individuals is used. In particular, the BBC should only collect or hold the minimum necessary
information about an individual in order to carry out the activity.

Practical Steps

This rule applies even if the provision of certain additional informatjon js voluntary. For
example, you should not ask for someone’s date of birth if all you need to know is their age -
simply ask them to state their age or to select the appropriate range from a list of age ranges. If
you are interested in knowing what region the individual is from, you do not need to ask for
their whole postcode. You could just ask for broader regions (“Yorkshire” or “South-east”) or
the first part of the postcode.

When collecting information via forms (whether on-line or off-line), the forms should be
designed so that only the necessary amount of information is collected.

Furthermore you should consider whether the information you are collec@ing can be collected on
an anonymous basis, in which case it'is likely you will not be collecting ‘personal infotmatioq’
because you cannot identify particular individuals. Audience research projects are an example
of where anonymous information is often used, and hence more questions can be asked about
the demographic of the participants without having to identify them. However, depending upon
what particular information you are collecting, you should be aware that simply omitting to
collect names may not be enough to make the information truly anonymous. If you want to
collect anonymous information please contact the IPC Team.

KEY QUESTIONS

. _Establish what personal information you really nged to collect and why. Do not collect
information just because it might be useful to you in the future - it has to be relevant to
the purposes for which you are collecting the information now.

¢ Check the information you are collecting and the design of your forms and telephgne
scripts against this purpose.

*  Stop collecting information or delete information which i$ no longer relevant or could be
considered excessive, even if initially collected on a voluntary basis.

« Consider keeping anonymised information if you don’t need to identify specific
individuals (for advice please contact the IPC Team).

Contact the IPC Team at: dpa.officer@bbc.co.uk 9

Understanding the Rule

Inaccurate information can be harmful to the BBC because the BBC will be making business
decisions on the basis of out of date or false information. The main way of ensuring that
personal information is kept accurate and up to date is by actively encouraging employees and
users to inform the BBC when their personal _information changes. Where information has been
collected directly from an individual or a reputabile third party, it is reasonable to assume it is
accurate. However, remember that the onus is on the BBC to satisfy itself this is so.

Think about the likely damage or distress which could be caused to an individual as a result of
inaccuracy and update the inforination accordingly. Imagine a local authority that did not

update the records of a mother whose child had died. Great distress would be qaused to her if
the local authority continued to send her information about the child’s education etc.

Practical Steps

In the employment context, employeés must be actively encouraged to update their details
(e.g. ch3nge of address), by means of systematic reminders.

All users must be actively enceraged to update their contact details by inviting them to notify
the BBC of any changes in their personal information when the BBC communicates with them.

Where information is found to be inaccurate, it should be corrected. ff you are not certain about
the accuracy of the information, then you should make a record stating that you are not certain,
for example in a notes field. This will be sufficient to meet the requirements of this Rule.

In deciding whether you need to update information, you should also take note of Rule 10 below
which states that personal information should only be held for as long as is necessary.

KEY ACTIONS

Establish methods to:
o Check the accuracy. of personal information when you collect it;
« determine which personal information is actively used;
« keep ‘live’ personal information up to date; and

« provide and promote mechanisms for users to update their own personal information

e correct, or mark any record which is disputed.

Understanding the Rule

Contact the IPC Team at: dpa.officer@bbe.co.uk 10
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Personal information should only be kept where there is a business or legal need to do so.

For example, statutes or regulations may require that certain personal jnformation be retaiqed
for a specified length of time. It may also be prudent to keep certain personal information for a
specific period so that the BBC is able to defend properly any legal claims or manage an ongoing
business relationship.

Documents (including paper, electronic versions and email) containing personal information
must not be kept indefinitely and should always be deleted apd tlestroyed once they have
become obsolete or when that personal information is no longer required. Personal information
should not be retained simply on the basis that it might come in useful one day without any
clear view of when or why.

There must always be a reason why the BBC retains personal infprmation. You need to be able
to show that personal information is being held for a purpose. If you can justify the reason for
retention you will be compliant with the Act.

If a sufficient reason cannot be shown (just in case the information may come in useful some
day does not amount to a purpose) then this Rule imposes anj obligation upon the BBC to gét rid
of the information, or of those parts of the informatjon which are no longer needed. Please see
Module 9 - Security and Deletion of Personal Data for more information on this.

Practical Steps
The DPA does not impose particular retention periods. When considering appropriate periods for
the retention of personal information, bear in mind that different periods may apply to different
personal information which is held for various purposes. For certain records, the BBC’s
Corporate Retention Schedule will apply.
If you need to keep personal information for the period of a progtamme series, considet if you
can delete it after the series. If you need it for the next series, that is ok, so long as you have
truly considered the need to retain the information and can justify retention.
If you are considering keeping personal information for a long time, for example in a personal
contacts list, you should consider whether the person knows or reasonably expects you to keep
it. If there is no expectation, then you should delete this information. Alternatively, you may be
able to anonymise the information if you no longer have a need to identify specific individuals.
KEY QUESTIONS
e Review why you are keeping the personal information.
e Is the purpose for which you first collected the information still relevant?

¢ Can personal information that you no longer need be deleted?

« Do you have procedures in place to ensure data that is no longer needed is deleted?

112 We must always adbere to our Access Req
¢ receptive to any queries, requests or con

sponse Proce ire set out in,MOdule 15
made by individuals in connection with -~

Contact the IPC Team at: dpa. officer@bbc. co,uk 11

Understanding the Rule

One of the most important of all ddta protection rights is the ‘right of access’, through which
individuals are entitled (by making a written request to the BBC) to be supplied with a copy of
any personal information held about them (including both electronic and paper records).

Individuals also have the right;

« To prevent processing likely to cause substantial damage or distress;

« To prevent processing fot direct marketing purposes; and

« To have data corrected, blocked, deleted or destroyed if inaccurate, or if damage has
been caused.

« To be notified of any automated decision taking (and the rationale used in solely
automated decisions)

Practical Steps

If you receive a request from an individual asking for a copy of their personal information, you
must follow the procedure in Module 14 - Subject Access Requests.

If you receive a request from an individual td stop using their personal infor{rnation because it is
causing them distress or damage, then please do not enter into discussions with the individual
without first contacting the IPC Team and Programme Legal Advice. Please see Module 16 -
Complaints for further information.

If you receive a request from an individual to stop using their personal details to send them
marketing information, then you must ensure tha} you stop sending them marketing. Please see
Module 11 - Marketing for more information or contact the IPC Team.

In some cases, an individual’s data may be processed and a decision which would affect them
may be made automatically on the basis of that information. Examples might include where an
online psychometric test has to be completed and a minimum score achieved as a condition for
applying for a role, or where an individual applies for tickets to an event online and the decision
not to allocate them tickets is taken automatically. If you receive a request from an individual
about what their rights in relation to automated decision taking please contact the IPC Team.

An individual who obtains a copy of his/ her personal information under a subject access
request, may consider that the information is inaccurate and needs to be changed, deleted or
destroyed. The individual may request the BBC to change, delete or destroy the information.
Where the BBC disputes the individual’s arguments, the individual is permitted to take the
matter before a court. Please see Module 16 - Complaints for more information or contact the
IPC Team.

KEY ACTIONS

* Make sure you and your staff know how to recognise a subject access request (a request
from an individual for a copy of their personal information) and forward it to the IPC
Team ithmediately.

e Review all the ways you may be using personal information for direct marketing.

« Make sure individuals have the opportunity to opt out of direct marketing activities,

Contact the IPC Team at: dpa,officer@bbc.co.uk 12
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particularly where personal information is collected online.

* Look at the Privacy notice you provide to individuals at the point you collect their
details. If you pass their details onto third parties, is this clearly explained? (The right to
object to/opt out of mailings applies equally in relation to third parties.}

* Make sure your databases include the ability to mark those who opt out of direct
marketing. Keep this database up to date. Amend or delete records of those notified as
‘unsubscribed’, ‘deceased’ or ‘moved away’.

+ Remember that data which you hold, including emails and hand written notes (e.g. of a
disciplinary hearing) may be subject to disclosure - ensure that your communications are
always professional and work on the assumption they may be disclosed.

¢ Remember that once a record is created it may have tg be disclosed - don’t keep emails
longer than necessary and use non-written communications where appropriate.

o password protect the files;

o use an approved password protected screensaver if you leave your machine unattended;

« do not leave files or printouts lying around where they may be seen by unauthorised
people; and

« dispose of waste paper which includes personal information by shredding.

e escort visitors while inside the building

e if transferring personal information use an appropn'ate}y secure method of transfer and
if in doubt consult thie IPC or the BBC Information Security Department via

email: ism@bhc.co.pk

BBC Staff must ensure the security ¢f personal informatfon held manually on CDs, USB sticks or
on the C: drive. This will normally involve locking the CD or USB stick away at night. Sensitive
information must be secure each time you leave your desk arid lgptops should be locked away
when not in use. If you are storing personal information ori a merory stick it must be
encrypted. You should never dispose of personal information without shredding it. Please be
aware that a number of high street banks who disposed of client details in refuse bins without
shredding have been publicly reprimanded by the information Commissioner. We do not wish
this to happen to the BBC. Click here for some Top Tips for Information Security.

We rmust adhere to our tnforma

security measures

:‘We must ensjire that provi'd:e't‘js"‘c)‘f"se‘,

Understanding the Rule

Personal information must be kept secure. Technical and organisational security methods are
necessary to prevent the unauthorised or unlawful processing or disclosure of personal
information, and the accidental loss, destruction of, or damage to personal information.

When considering what level of security is required in each particular case, the following factors
must be taken into account:

» The state of technological development;

» The cost of implementing any measures;

e The harm that might result from a breach of security;

» The nature of the information to be protected.

The DPA requires the BBC to adopt a risk based approach to the security of personal information
held by the BBC.

Practical Steps

Examples of technical measures include the use of passwords, encryption, firewalls or anti-virus
software. You should use increased security features according to the sensitivity of the
information and the manner in which it is stored (for example, if dealirig with children’s
information or credit card numbers).

Examples of organisational measures include taking steps to ensure the reliability of staff who
use personal information, for example through training, and having in place a comprehensive
security policy.

We are all responsible for ensuring that personal information is only accessible by those
authorised to have it and to that end, must take a number of steps to safeguard this. For
example:

Contact the 1PC Team at: dpa. officer@bbce.co.uk 13

Understanding the Rule

The law expressly requires that where a provider of services to the BBC has actess to BBC
employees or users personal information, the BBC imposes strict contractual obligations dealing
with the security of that information.

Practical Steps

All contracts with providers of services must include the standard contractual provisions made
available by the IPC or Regulatory Legal Department f_rom time to time.

Where the BBC uses an agent or contractor, for example an indie producer, to use the
information on the BBC's behalf, the BBC is still legally responsible for how that information is
used. Consequentially, the BBC must be satisfied with the third party’s security measures.
Further, a written contract must be in place requiring the third party to process the information
solely in accordance with the BBC’s instructions and to provide an appropriate level of security
for the information. Each time the BBC is considering engaging a new contractor that will use
BBC Staff or user personal information, please advise your division’s DP Representative and BBC
Information Security (the department which approves the technical security of systems and the
security policies of other organisations that we work with).

The basic elements you should consider for information security are listed in the Top Tips for
Information Security.

It’s important to remember that whenever you use BBC information you must comply with the
Acceptable Use Policy.

KEY QUESTIONS

« If you are setting up a new database, have you considered where it will be stored and

Contact the iPC Team at: dpa.officer@bbc.co.uk 14
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Obtaining approval for a transfer
how you will limit access to it?
If the arrangement you are entering into means that personal information will be transferred

* Are you collecting sensitive information, children’s information or bank details? Is the outside the EEA please speak to the IPC Team since this is a complex area. For example, there
security around this information adequate enough? ' are certain exemptions available from the restriction on transferring informatjon. Where a.BBC
supplier may process personal data outside the EEA this will require a) appropriate checks into

» Are you engaging another organisation (a data processor) to collect and store personal the supplier's policies and procedures and ability to protect the data overseas apd b) specific
information on the BBC's behalf? Do you have a contract in place with them? Have you contractual obligations to be placed on the supplier to ensure adequate protection of the data.

contacted your DP Representative to obtain their advice?
If a third party is being used to host a website, you must comply with the Third Party Hosting
Guidelines, and ensure that the third party comipletes the Information Security hosting
questionnaire both of which can be found here

KEY QUESTIONS

« Are you transferring personal information outside the EEA?

« - If you are using an external service provider, are all their operations and hanhdling of the
personal information based in the EEA, or will they potentially be transferring
information outside of the UK? Where are their web servers based?

Understanding the rule

We can transfer personal information to service providers based ih the European Economic Area

5o long as we comply with Rule 13. The European Economic Area (EEA) consists of the 25 EU « If you are transferring personal information outside of EEA have you taken advice from
member states together with Iceland, Liechtenstein and Norway. IPC?

However, there are different rules when the BBC:
o Transfers personal information to service providers based outside the EEA; or

o Transfers personal information to third parties (who are not service providers) based
inside or outside the EEA.

- Rule 15: We musvt'a‘lwgys{énsure?t’:h:
The general rule is that personal information should never be transferred outside the EEA wish to receive marketing before s
unless the information is adequately protected. . . Ll ERE

The BBC takes the view that transfers within the BBC, from the UK to another part of the BBC Understanding the rule

outside the EEA, are acceptable provided that all BBC staff are required to comply with the L . . .

rules specified in this Handbook. For other transfers, including whete a third party is involved eg One of the key data protection rights that individuals have is the right to object to the use of
a BBC outsourced supplier or where the data is being transferred from outside the UK, please their personal information for direct marketing purposes gpd thg BBC mus} epsure ghat it .
refer to IPC for further advice. ‘ receives proper opt-in requests in order to market to individuals and provides individuals with

mechanisms to opt-out at a ‘lpter date should they wish to.
What is a transfer?

Practical steps
A transfer takes place when personal information collected in the EEA is transferred to a country .
outside the EEA where the personal information is used. Mere transit, such as where personal The BBC miust ensure that the data pro{:e;t?on statement made ava_1labl§ wt?en p(;rsor)al
information is routed through a third country e.g. the USA, on the way frofh the UK to another information is collected explains to individuals the consequences of opting-in to receive
EEA country, is not regarded as a “transfer”. However where data can be accessed from a non- marketing communications.
EEA country, even if it is physically held in the UK, this is likely to constitute a transfer.
Examples of transfers to a third country include:
»  Where a website is hosted on servers in the USA. if the personal information of people R‘;l:k 13 W.efws, ?:ikly:‘ay:s_gsuppress;"the O fave c:)p,ted, ot Of: peteiuiy
in the UK is collected then their information will be “transferred” to the USA. [ marketing intormatior : e

* Steria processes a great deal of BBC’s finance details which can include personal
information (such as expenses). Steria has processing operations in India. Therefore this
is a transfer of personal information.

*  Publishing personal information on a public website is equivalent to allowing the It is essential that individual’s choices are accurately identified when direct rparketing
transfer of information worldwide. : N . ; A s :

campaigns are carried out. A failure to comply with an individual’s opt-out choice (e.g. by

Understanding the rule

Contact the IPC Team at: dpa.officer@bbc. co.uk V 15 Contact the IPC Team at: dpa.officer@bbc. co.uk 16
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sending a mailing to an individual who has previously indicated to the BBC that he or she does
not wish to receive mailings) is likely to lead to complaints from the individual and possible
scrutiny or enforcement action being taken by the information Commissioner.

Practical steps

Where you are responsible for a direct marketing campaign, you must take all necessary steps to
prevent the sending of marketing messages to individuals who have opted out.

2.2 The General Exemptions

There are a number of exemptions contained in the DPA which provide the BBC with exemptions
from the Rules in certain situations. Please contact your DP Representativé or the IPC Team for
further information about exemption. ‘

Contact the {PC Team at: dpa.officer@bbc.co.uk 17

Modale 3 - 50/(&‘401?)(/ the Audience

SUMMARY
If you want to contact the audience remember you must:

« obtain their consent to send them marketing information

o . only collect the minimum information necessary

« allow them the ability to opt out of receiving marketing information
» provide a Privacy Notice

« not share the information with third parties unless the individual has consented
to this and you have provided details in the Privacy Notice

Data protection rules govern thé way that the BBC contacts the audience since the BBC uses
email addresses, mobile phone numbers, addresses and names to contact people. The Privacy &
Electronic Communications Regulatjons atso impose further requirements in the area of
marketing which you may need to adhere to. People trust the BBC to use their personal
information properly and responsibly and we must not send them unwanted communications
therefore please contact the |PC Team for advice if required.

3.1 Sending Newsletters, e-hewsletters and texts

Email newsletters and text alerts can be great ways to keep the audience up to date with BBC
programmes and other output. When you want to send a newsletter about BBC programmes and
services to our audience members you need to e;-nsure the following:

« You must only collect the niinimum information d from each individual
* . their email adq phone number if that’s all we need. Thefe-are specia
{dren’s data « see Madule 5 for more information.

 thean; The
o “Include 4 Privacy nofilce"\)}h:én,‘you‘rre»collec‘tin‘g} the nformation

o Always provide ai ﬁﬁshbscﬁbe,hoticé\ﬁrith every commurication explaining t
individuals how they can unsubscribe :

* Oty u"se:th'eig personal information t6-send: them that particular.communication; uniess
-you otherwise obtain their explicit consent D

. Keep‘i‘ri\f_orr'na‘tion’lisﬂts safé and secure

Contact the IPC Team at: dpa.officer@bbc.co.uk 18
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_ Maintain accurate databases

Once you no longer require the inf
ly:dispose of the informati

BBC programme §e',n&'sy,~‘y6u shb'md‘, .

3.2 Audience members

When we invite people to be audience members we may have to collect personal information
about them. Sometimes we will also have to collect sensitive personal information, for example
if they are appearing in the audience of a political or religious programme or if we need to get
information about a person’s studio access requirements because they have a disability.

individuals what information 1
the information is collected

aware that there are other circumstances where the BBC can legitimately contact users e.g.
when a user is posting offensive content on a message board.

3.4 Competitions.

The BBC has strict guidelines about how to conduct competitions. When you run a competition
collecting personal information from entrants, you must also comply with the guidance in
section 3.2 above. You should only keep the personal information for the minimum time
necessary to properly run the competition. This means that you may need to keep information
for a certain time afterwards in case there are any disputes about the conduct of the
competition. However, that should be a reasonable limited time.

3.5 Consent

Consent means that the individual has “freely given” a “specific” and “informed” positive
indication of their wishes to allow the BBC to use their personal information for a particular
purpose or purposes.

For sending marketing or promotions, including newsletters and surveys, you should ensure that
a user has checked an “opt-in” box (i.e. it is not enough to have a pre-populated check box
which they must uncheck to refuse the data) agreeing to receive marketing of they have
consented via an “l agree” or “subscribe” button.

3.6  Collecting Sensitive Information

“Sensitive Personal Information” is information that is deemed to be much more “personal” as
to warrant extra protections. Thére are a number of specific categoriés of sensitive personal
information defined by the Act - these are information relating to an individual’s racial or ethnic
origin, political opinions, religious or other beliefs, trade union membership, health, sex life and
criminal convictions.

it’s important that you are aware of the special conditions to be fulfilled in relation to sensitive
personal information. [See Rule 3] If you are collecting sensitive personal information, you need
to obtain explicit consent from the individual (i,e. there must be no shadow of a doubt that the
individual understands what information we are holding and for what purposes). [See Rule 4]

3.3 Contacting Message Board Users

Sometimes you might need to contact message board users about their posts, or wish to invite
them to contribute to other BBC programmes. They may be contacted only with the email
address they provided when signing up for Single Sign On.

The only people who are authorised to contact the message board users are the managers of the
message board. If you are developing a programme and want to get in contact with a message
board user, speak to the Message Board owner and request them to get irj contact witp the user.
It is then up to the user to say whether they are happy for you to get in touch with them.

You may sen.d thgm one email, and if after a week you do not get a reply from them you may try
once more (just in case a person has accidentally deleted the email). If the person ddes not
reply after the second email approach you should not contact them further. However, please be

Contact the IPC Team at: dpa.officer@bbc. co.uk 19

amrber:
. s The BBC must have expl
"'+ be using this.information

' Explicit consent must be i

" unequivocal record: (like a c
'+ The BBC may be able to use sensitive personal inforration without explicit consent for

limited purposes but you:must contact the IPC Team in‘order to do sq :

+° " ‘We must store sensitive personali

armation-in accordance wi;}\ higher Infonstﬁatio i
Security criteria : ) :
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3.7 Collecting Sensitive Personal Information foi Audience e Act on the instruction as soon as possible (and in any event no later than 28 days)
Access Requirements
e Remove all details of the individual on your main communications list EXCEPT for those

Where information is collected about disability access requirements this qualifies as Sensitive details you need to retain as contact details on a “Suppression List”

Personal Information since information about a disability is heaith information.
e Maintain an accurate “suppression list” which is a list of people who have unsubscribed

and who you should not contact with that specific marketing communication. You must
check against this list to ensure that no materials are sent to individuals who have
unsubscribed.

3.9  Limited use and deletion

You should only use the information for the particular purpose that you have collected it for
[see Rule 6].

You must securely dispase of the information (including suppression lists) when the programme /
website etc. is no longer operational.

Please also see Module 11 - Marketing for further background on rules around Marketing.

3.10 Individuals Rights

Don’t forget that individuals whose personal information we hold still have rights to access the
information or to ask for it to be corrected. We should try and ensure the information we hold
about individuals is as up to date and accurate as possible. See Module 14 - Subject Access

Requests and Module 16 - Complaints for more information.

3.7 Minimum Information Needed 3.11  Privacy notices and guidance

You should only request the minimum information necessary. For instance; When the BBC collects personal information from individuals you must always be clear about
what information you are collecting and why.

o s collecting a date of birth really necessary? Use age or age range instead .
o s collecting a full post code necessary? The first part is enough to check what region or ‘This sﬁdnj{d -be fsefou
area of the country the person lives jn ‘ SR
o s a full address necessary? For example, it may be necessary to deliver a prize ¢r an :
information pack but not for other purposes. I e h

fotice which'is a short statement that explains:

3.8 Providing an unsubscribe notice

In every single communication (each email or text etc) you must provide the individual with a
simple option to unsubscribe from receiving the marketing communication. This shpuld be fre¢
to the individual {except for the cost of transmission), Unsubscribing from an email service
should be via email and for text via return text (e.g. “Unsubscribe by texting “STOP” to
65555").

: it be
service providers to:the BBC; and

o any other information.about how the information will-be used whi
" be necessary to ensure that the use by the BBC of this infarmation

3.8 Receiving an unsubscribe request

When you receive an unsubscribe request from an individual you must: This information can be interspersed within the text of the website if you are coliecting
information online but it must be easy for the user to find. However, it is not acceptable to
require the user to click away from the information coliection webpage to a separate webpage

Contact the IPC Team at: dpa.officer@bbc.co.uk 21 Cortact the IPC Team at: dpa.officer@bbe.co.uk 22
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which contains the Privacy Notice like the T&Cs.

See Module 18 about Privacy Notices for more information
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Modute 4 - Contribators and User ﬁl&/‘qt@c{ Content

SUMMARY
If you want to use details about contributors including their contributions or UGC you must:

« obtain their consent to send them marketing information

+ allow them the ability to opt out of receiving marketing information

o obtain their consent to invite them to contribute to other programmes
« only collect the minimum information necessary

e provide a Privacy Notice

Everyday across the BBC we collect, use and store information about our contributors - from
experts in various fields, to schoolchildren, to people off the street. These contributions often
contain information about other people as well as about the contributors themselves.

Using contributors on your programmes and obtaining their consent is governed by the Editorial
Guidelines. =

We also collect information provided by users to websites as User Generated Content.

4.1 Contributor personal details

When you collect personal information about contributors you must:

iﬁﬁﬁimum necessary;,éltﬁaug
ons; for example, only coltect age

crisis,

Is what information the BBC is collecting
e a Privacy Notice when collecting persa
at in daily news and equivalent environmen
e than initial contact details. IF you ke
eek their consént and wherever: :
the Contribytor Data Collection Fo

nformation for the specified purp
have the Individual’s Copsent to'use'th
te them to take part-in another:show

guidelines (especially where you are:collecting sens
nformation). el ok

b the information for the minimum.time necess i 'ount'b ri')ése(s) and
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once you no;longer requl ¢ the armaﬁq YOU ! 0uld s '_Qﬁégy dispose gf it .

Can I pass contributor personal details to another BBC Programme or an Indie?

If the contributor has consented to this when they completed the contributor database form
then you may pass this information to another BBC Programme. Otherwise you should not share
their information within the BBC. You should not make the personal details available outside the
BBC.

If you send details to an Indie, it is likely that they will be acting as a data processor. This
means that you must ensure that there is a written contract in place that sets out that the Indie
will only use the details for the BBC programme that they are producing, and will only process
the information in accordance with the BBC's instructions. See Module 7 - Working with Indies
for more details.

However, there are circumstances where the Indie will be acting as a data controller and will
use the personal information for its own purposes. The Indie is then required to ensure that it
uses the personal information in accordance with the DPA.

If you are unsure about passing the details to an Indie, you should ¢ontact the individual and
seek their consent to pass their details on (you should only contact them once. If they don’t
respond assume their answer is “no”).

Example: BBC History are making a programme on a military hospital which is due to close
down. They found an account on the People’s War website from someone who had worked at
the hospital, and asked for the individual's contact details. As the individual had been told that
her information would be used only in connection with People’s War, we asked the People's War
team to contact her and ask if she would be happy for them to pass on her details to the BBC
History team. This ensures that the individual is able to control how her personal information is
used.

The full Guidelines for Collecting and Storing Contributor data are available on the IPC Gateway
site.

4.2 User Generated Content Contributors

If you wish to contact the contributors of. user generated content then you must make them
aware of this when they upload their content. (e.g. “We may use your personal details to
contact you in relation to your submission. Please see our Privacy Policy for more
information.”).

You should only contact people in relation to the content they have uploaded unless they
specifically consent to you contacting them for other purposes - see Module 11 - Marketing.

You should be aware that there are other legal issues around User Generated Content such as
where the content provided by the user infringes the copyright of a third party or the content
provided is defamatory of another person. Please contact Programme Legal Advice for further
information. ‘

4.3 Text messages

Contact the IPC Team at: dpa.officer@bbc.co.uk 25

When the BBC receives text messages from users it receives personal information aboqt
individuals in the form of the sender’s phone number as well as any personal information

included in the content of thé message.
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Modute 5 - Chitiren & and Joung Foopte & Forsonad Data

As well as our strong commitment to all users, the BBC is fully committed to ensuring that
children’s personal data never falls into the wrong hands.

This module sets out the procedures the BBC must follow to ensure that there are safe places
for children to visit on the web and to allow them tg interact with their favourite programmes
and characters.

Note that a “parent” is either a “parent” or a legal guardian.

Children are data subjects under the Data Protection Act and therefore they attract the same
protection under the act. However, in order for the child to be bound by the terms of a website
or a competition, and also to safeguard their interests (for exanmjple when making a content
contribution), children under 16 will have to have parental consent to supply their data to the
BBC. If the child is old enough and it is feasible and appropriate the child’s consent should be
sought as well as the parents.

5.1 Consent - What is appropriate at what age?

The following sets out how to decide which form of consent is appropriate for the project and
audience you are working with:

Verifiable parental consent

The form of this consent will vary according to the age of the child and the level of interaction
we are having with them. It can be that with older children and low levels of interaction a check
box completed by the child, in other circumstances it will be appropriate to demand a
verifiable parental consent, such as signed consent form or a recorded tetephone conversatjon
with the parent.

Consent methods:

Tick box online completed by the child

Tick box on-line completed by the parent

Form to be printed by the parent, signed and returned by mail

Email consent (from a different email address from the child)

Telephone conversation with the parent (contemporaneous notes taken and stored)
Face to face meeting with parent ‘

Consent form signed and verified

5.2 How do | decide what sort of consent is appropriate?
Ages of children (different considerations}
Under 12

Under 12's will always need parental consent before supplying any personal data to the
BBC. The style of that parental consent be related to the level of interaction as well as
their age, but a record of the parental consent of whatever form will be needed.

Contact the IPC Team at: dpa.officer@bbc.co.uk 27

Where we are asking for children’s personal details online it is important to ensure that
the reasons for needing the data are explained and a Privacy notice understandable by
children of the age of the target audience is in place. In an online environment the need

to ensure consent is particularly important, as there are specific guidelines are in place
which the BBC needs to observe.

For contributions to programmes current Editorial Policy guidelines should be adhered
to. In certain circumstarices the need for parental consent may be waived - for example
a vox pops on an uncontroversial subject from 11 year olds.

12-16

In this age range it is to be expected that the level of competence will increase.
Therefore the older the young pérson, the more likely that we can accept low levels of
personal data without parental consent. There is a difference however between the
consents needed to allow us to collect data required by us to provide a service or that
which we will publish. For example an email address to send a newsletter to, might only
need a tick box consent, whilst a video on a website, would normally need stronger
verification.

Any broadcasting/ publication in this age range should be pre-moderated, whether of
photos, video or messages, etc.

16 - 18

The BBC does not require parental consent for young people in this age range supplying
us with personal data as they are deemed by us to be capable of providing fully
informed and specific consent where request.

5.3 Assessing risk - levels of interaction

BBC Children’s has traditionally classified interaction with children in one of four levels: Very
Low level; Low level; Medium Level; and High level. In terms of data protection this might be
seen as:

Very Low Level: an interaction but without the collection of any personal data, e.g. SsO
registration using a nickname and a password but no email address.

Low Level: Minimal amounts of personal data collected for internal purposes only, e.g.
collection of an email address purely for the delivery of a newsletter containing no marketing
information.

Mediuim level: The collection of personal data and the publication of some of the data, e.g.
publication online of a winning entry with a first name and large town. High Level: the
publication of some personal data on a BBC service, e.g. A Blue Peter competition where first
name, location (large town) and artwork of a winner(s) is published on the website and or the
winner(s) are invited onto the show.

This level of interaction will need to be combined with the age of the child to decide whether
parental consent is required and what is the appropriate level of verification required.

5.4 Storage and security of children’s data

Contact the IPC Team at: dpa.officer@bbc.co.uk 28
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Children’s data should always be stored in the most secure way possible in the circumstances
including as follows: '

o Only those people with a genuine business need to see the data should be allowed
access (they will need to be CRB checked, see below).

o The data should always be password protected, with the password being changed
regularly and whenever there are staff changes.

* If the data is to be stored on a network server the technical staff with access to the
server will also need to be CRB checked and other security processes put in place
(contact IPC for further details).

o If you are processing children’s sensitive personal data further measures may be needed
and you must contact IPC for advice.

5.5 Security of Staff dealing with Children’s Personal Data

All staff who will have access to children’s personal data will need to have a Cdmipal Recofds

Bureau check. See the CBBC Connecting with Audiences document for more details of security
requirements for working with children.

5.6 Children’s data and retention Schedules

BBC Children’s have set their own departmental guidelines for the appropriate lehgihs of time
that personal details should be kept, depending on the purpose it was collected for.
Departments other than BBC Children’s should adhere to the same retention periods.

If you are not sure of how long you should keep children’s data please contact IPC or your Data
Protection representative.
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Module 6 - Lasnching a Website

SUMMARY
If you want to launch a website either associated with the BBC or externally you must:

o Consider whether you are collecting personal information

o Ensure that you have obtained the necessary approval if a third party is hosting the
website

« If personal information is being transferred outside the EEA obtain approval from the IPC
Team

o Use Privacy Notices and Privacy Policies when collecting persona‘ information

6.1 Are you colfecting personal information?

If you are collécting personal information you must refer to Mpdule 3 - Contacting the Audience.
If you permit users to provide User Generated Content you must refer to Module 4 - Contributors
and User Generated Content. If io personal information is being collected this module does not

apply.

6.2 Is the website being hosted by a third party?

If so you must comply with the Third Party Hosting Guidelines, and ensure that the third party
completes the Information Security hosting questionnaire both of which can be found at
i ia/i ructure /! hir rty.shumt

You should consider:

1. Are you passing the personal details onto another party to use an the BBC's instructions
or is another party collecting the personal details on the BBC’s behalf? If yes, see the
Data Processors module 8. If not, and the third party is using the personal information
for their own purposes, please see Module 8 - Working with Data Processors. If the third
party is not ari Independent Production Company, please contact Information Policy and
Compliance to discuss. ‘

2. Areyou using any cookies on your site? You must notify new cookies in accordance with
the Cdokies Standard so that it carl appear on the Cookies List (see BBC Privacy and
Cookies Policy).

6.3 Transferring personal information outside the EEA

It is important that the BBC does not transfer personal information outside the EEA (the
European Economic Area - which i$ made up of the countries listed below) unless there are
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adequate controls in place to secure the safety of the information. Transfers within the EEA are
considered to be safe. [See Rule 13 and Rule 14] The ONLY way in which a transfer of personal
information is acceptable is as follows:

«  With the explicit consent of each individual whose information is being transferred;

+ If the company to whom the information is being transferred is in the US and the
company is registered with the “Safe Harbor” regime. For more information on Safe
Harbor see: www.export.gov/safeharbor

« If there is a written contract in place that includes acceptable “model clauses; or

*  With the express consent of the BBC Data Protection Officer.

You should be aware that the use of a server outside the EEA to host the website is considered
transferring personal information. Please check contracts with third parties in the EEA to ensure
that they do not sub-contract services to companies outside the EEA. If there is nothing in the
contract, ask the third party to confirm whether or not they use sub-contractors based outside
the EEA and ensure that they provide a clear response to this query as they may try to side-step
the issue. If a third party does use overseas subcontractors you must ensure that you obtain the
approval of the IPC Team before any contract that would include such a transfer outside the EEA
is signed.

The UK regulator, the Information Commissioner, considers that transfers to the following
countries provide adequate safeguards:

e Argentina

s Canada

‘s Guernsey

o Isle of Man
s Switzerland

Consequently, a transfer of personal information to thes,e countries and territories can he
treated in the same way as a transfer within the EEA. The EEA comprises the 27 qouﬁtries within
Europe (UK, France, Germany, Spain, Portugal, Austria, italy, Greece, Hungary, Czech Republic,
Slovakia, Slovenia, Latvia, Estonia, Lithuania, Romania, Bulgaria, Sweden, Denmark, Finilarid,
Malta, Poland, ireland, Belgium, Cyprus, Luxembourg and the Netherlands) and. Icéland, Norway
and Liechtenstein.

However for other countries, a data transfer agreement based on the EC Model Clalises will need
to be agreed with the supplier and specific additional security measures will need to be put in
place.

Further information about this can be found at:

www. ico.gov.uk/upload/documents/library/data_protection/practical _application/generic_guid
ance_international_transfers_v2.pdf

6.4 Privacy notice

Users should be given sufficient information to help them understand why personal information
will be collected from them if they use the website and for what purposé. See Module 3.11 and
3.12 - Contacting the Audience for guidance on Privacy notices and Privacy Policies. You should
ensure that the website functionality is designed so that you only collect relevant and necessary
information. Where users are allowed to provide User Generated Content, you should refer to
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Module 4.2 - User Generated Content Contributors.

6.5 ndividuals Rights
Don’t forget that individuals whose personal information we hold still have rights to access the
information or to ask for it to be corrected. We should try and ensure the information we hold

about individuals is as up to date and accurate as possible. See Module 15 - Data Security
Breaches and Module 16 - Complaints for more jnformation.

6.6 Deletion

Where the website is to be closed, you must delete the information that you have received from
contributors. For further information see Module 4 - Contributors and User Generated Content.
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Modate. 7 - Data Protestion Guidelnes for
lhdependent Froduction C’éa/al/é&

SUMMARY
When using an independent production company you must:

+ Ensure Indies are aware of their responsibilities under this Handbook whether they are a
data controller or data processor

+  Only collect necessary and relevant information from individuals

e Use Privacy Notices

+ Ensure that Indies comply with BBC Information Security requirements

s Consider whether personal information will be sent outside the EEA

o Comply with the rules around using information for a different programme

* Ensure that the rules around using sensitive personal information and children’s
information are followed if relevant

7.1 Data Protection Guidelines for Indies
These guidelines are aimed at Indies producing programmes for the BBC.

In the course of producing the Programme you may need to collect and process personal data in
your own right (as a Data Controller) and/or on behalf of BBC (as a Data Processor).

Here are some examples where you might be dealing with personal data:

o If you are hosting a website where contributors register with your site and they
contribute to message boards or similar offerings

* If you are promoting BBC content or services directly to thé public (eg via an email
newsletter)

* If you are producing a game show and are collecting contact information from potential
contestants and contestants

» If you are running an interactive phone-in or competition and you are keeping a record
of the phone numbers of people who have called in

. lf_ you are inviting contributors to send user generated content, such as photographs or
video clips

Where you do it’s important that you comply with the PPA, the Data Protection Act (“DPA"™), all
relevant BBC Guidelines including Editorial Guidelines; and these Guidelines. Please note that
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there are some circumstances where the BBC will require you to comply with a higher standard
of protection of personal data tpan the DPA.

When you cpllect personal data in order to produce the Programme you will be considered
either a “Data Processor” (where BBC is the “Data Controller”), the sole Data Controller or joint
DPata Controller (with BBC and possibly others) under the Data Protection Act.

7.2  What is a Data Controller?

The Data Controller is a person (individual or company) who (either alone or jointly or in
common with other persons) determines the purposes for which and thé manner in which any
personal data are, or are to be, processed.

Where YOU decide what personal information is going td be kept; and the us@s to which the
information will be put YOU will be the data controller. Where the BBC and You decide the
manner in which the data will be processed then You and the BBC will be joint Data Controllers.

Individuals about whom you collect data must be clear that You and not the BBC is the data
controller. Further - you will be required to comply with the Data Protection Act 1998.

7.3 What is a Data Processor?
The Data Processor is any organisation which processes data on behalf of the Data Controller.

You are the Data Processor if you do not exercise responsibility for or control over the personat
data - ie you act on diréct instructions from the BBC.

7.4 Are we (the Producer and the BBC) Joint Data Controllers?

There are times where both will be the data controllers and the BBC and you jointly decide
what personal information is going to be kept; and the use to which the information will be put.
In such cases there may be additional contractual provisions that set out the expectations and
limits within which each party may process the persona‘ inforriation.

Your commissioning specification should indicate whb is the Data Controller and who is the Data
Processor

7.5 What is personal information?
Personal information is any information that relates to a living ipdividual who can be identified:

e from that information or

o from that and other information in your or the BBC’s possession or likely to come into
your or the BBC’s possession.
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7.6 Personal information can include:

* an email address or telephone number, collected for example when people enter
competitions, sign up for a newsletter or become part of a programme’s database of
contributors.

« information about people’s personal experiences and opinions we collect for use online,
on TV or on radio.

7.7 What is sensitive personal information?

Sensitive personal data includes information about: ethnic or racial origin; political opinion;
religious or other similar beliefs, e.g. agnosticism, atheism; trade union membership; physical pr
mental health details; sexual life e.g. sexual orientation; or alleged or proven criminal or civil
offences.

Medical information includes disability. Therefore if information is collected about disability
access requirements this qualifies as Sensitive Personal Data

7.8 What information can | collect?
You should only request the minimum information necessary. Think about :
» whether collecting a date of birth is really necessafy. Use age or age range instead

+ whether a full post code is necessary. The first part is enough to check what region or
area of the country the person lives in

+ whether a full address is necessary. For example, it may be necessary to deliver a prize
or an information pack but not for other purposes.

7.9 What must | tell people when I’'m collecting information about them?

You must be very clear with individuals about what data ybu are collecting and why. You should
always include a “Use of Data” notice - you must always explain every purpose for which the
information will be collected before it is collected. You must also explain who will be holding it
ie when you are the Data Processor that it will be your company on behalf of the BBC and
mention any other third parties who will have access to or otherwise use the data. If third
parties are to have access to or otherwise use the data their use must always be subject to
these guidelines & when you are the Data Processor the BBC’s prior knowledge and consent is
essential.

Where you are the Data Controller you must ensure that you comply with all the cqndittons of
the Data Protection Act. Please also note your contractual conditions not to bring the BBC into
disrepute in any way.

7.10 How should | store the data?
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You must ensure it is stored securely in accordance with the BBC’s Information Security

guidelines. These are available online at ‘
http:/ /www.bbc.co, uk/guidelines/dg/ tontents/ information_security. shtml

7.11 What about sending data pverseas?

You must not send personal data outside the European Economic Area without the express
written permission of the Information Policy and Compliance department of the BBC. This
includes sharing data with any parent or affiliated company and may include functions such as
websites that are hosted in the USA.

7.12 For how long can | store the data?

Personal information should only be kept for the minimum length of tjﬂe necessary and
appropriate to the uses for which it has been agreed. For example, o ¢a quiz series has ended
you won't need to keep personal data in relation fo people who applied to be contestants but

weren’t chosen. If you rieed data for auditing purposes, etc, it is acceptable to keep it, but the

length of time must be justified by a specific business need. !

7.13 Do | heed to do anything else with the data?

You must ensure where it is necessary to keep the data for more than a short time that you
keep the information up to date and accurate. For example, you can provide an email address
for individuals to notify of any changes to their details.

7.14 What do | do with the personal data once it’s no longer of any usi?

Once the purpose for which the information has been used has come to an end, it must be
disposed of securely as follows:

Manual Data

« Information should only be deleted/destroyed by those people with the required
authority (e.g. for some children’s personal information, this information can only be
deleted by someone who has passed a criminal records bureau (CRB) check).

« It is important that manual files including personal inforfnation are properly shredded or
disposed of as confidential waste. Where personal information can be obtained from the
document, it should be shredded or otherwise confidentially disposed of. if you have any
questions about how to dispdse of manual waste please contact apaiofﬁcer@bbc.cmuk
dr ism@bbc.co.uk.

Electronic Data

«  You must ensure that our processes meet the minimum standard for the “destruction of
data stored in electronic form” which is that it should be réformatted or overwritten
such that all personal information is permanently, completely and irretrievably
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destroyed. This includes all copies of the data from all systems although there may be
circumstances where it is appropriate to retain a copy on back-up systems;

* You must perform adequate checks after the destruction of electronic data to ensure
that all applicable data has been properly deleted;

* The process of deleting electronic data, and the subsequent audits that this deletion
requires, must only be performed by those people who are authorised to access the
personal information included in the electronic data {including, where applicable,
sensitive personal information) within the third party organisation (e.g. only people who
have passed adequate checks to deal with children’s information must deal with its
deletion)

7.15 What if | am engaging a third party to handle personal data for the Programme?

If you are using a third party to process personal information on your behalf you must ensure
that they abide strictly by these guidelines and that your contrack with them reflects the
contractual responsibilities you have with the BBC about the handlinig of personal data. Third
party processors should comply with the specific responsibilities set out in these guidelines
relating to data processors.

7.16 Can | use the personal data for our other projects or for marketing?

In limited circumstances it may be reasonable to use a database for other BBC projects but this
will require the following:

m wé:indjviduas, (refer to Contributors:(

ﬂﬁétion. ﬁp' to-date and-accurat:

eriod. the P@F'S‘m‘aliinformaﬁon must be

7.17 For Data Processors:

You must only use the personal data for the purposes of the Programme and not for any other
use. This means that you must not sell, distribute or provide in any other form to any third party
this data, except where this is necessary to produce the Programme and you have informed the
individual that you will process the data in this manner.

Ypu must not use the data for any other projects with which you’re involved. In limited
circumstances it may be OK to use a database for other BBC projects but this will require the
following:

* Specific and detailed consent from the individuals
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(eg you agree to let us use the details for your participation in this year’s Crufts
programme. We may wish to approach yay using these details invitiné you to

participate in any other programme about Dog Shows in the next 3 years. If you want to
be contacted for this purpose please check here [ ])

o A mechanism for keeping the data up to date dnd accyrate

« At the end of the specified period the data must be deleted {see above)

7.18 For Data Controllers:

When you are the sole Data Controller You are responsible for making decisions about how you
use the data you collect.

7.19 What are the additional requirerﬁents if'm procqssih; sensitive personal data?

In order to process sensitive personal data you will normally need to gain the “explicit consent”
of the individuals. This means that ydur “use of data” notice must be detailed and specific and
the individual is seen to understand exactly why and for what the sensitive information is being
collected and processed. General consents will not be appropriate in such instances. Examples
of when sensitive personal data is collected include current affairs applications whete we may
ask for details regarding disabilities, ethnic background, political affiliations or criminal
convictions. Sensitive personal data must always be gathered on a very limited basis and access
to it very strictly contn;olled; consider whether everyore on your team needs to see this
particular data to carry out their job.

There may be circumstances where if you are collecting persona{ information specifically for
journalistic purposes you may not need the explicit consent of individuals to comply with the
Act. In such cases you must adhere strictly to the editorial guidelines and gain the relevant
approvals to conduct activities such as secret filming.

7.20 What about children’s data?

As with sensitive personal data, we have to be very cautious about the collection of children’s
personal data and children’s ability to give consent for their data to be passed to you and used
on the BBC’s behalf. If your cofnmission with the BBC will involve the collection and use of
children’s personal data, the processes for this must be discussed and agreed with the BBC
before any data collection starts.

The BBC will often require parental consent when collecting children’s data, the nature of this
consent will depend on the exact nature of the programme, project dr websité. You should
make sure you consult on a case by case basis with the BBC to ensure the appropriate steps are
taken in any situation where children’s data is to be collected. You should contact your BAM in
the first instance, who will ensure that guidance from the BBC’s Information Policy and
Compliance department is provided for each project either by putting you in contact with the
IPC team direct or by liaising with them on your behalf.

7.21 Does my company need tg notify the Information Cornmissioner that we will be
acting as a Data Processor or Data Controller?
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It is extremely likely that your company needs to register with the Information Commissioner B B
just to carry out its own business in any event. If you are acting as a Data Controller it is most /7/0/«/& 8- M/‘g//y wil I% pata P 10ceSS0r§ //(0/4%/9@
likely that you will have to register with the information Commissioner.

Please refer to the ICO's website for more information about notification; 0‘(&0 ¢ cS)&/‘WU& P/‘ﬂé’/f&/‘a’
http: //www.ico. gov.uk/what_we cover/data_protection/notification. aspx

SUMMARY
7.22 Where can | find more information about Data Protection?
en usi data processor must
Please remember that you must always rely on your own legal advice and hot of that provided When using a data pre yourmy
by the BBC. However, there are lots of resources on www.ico.gov.uk that will tell you about

what’s happening in the world of Data Protection. « Be aware that the BBC remains responsible under the law for the data processor’s

actions

The BBC's | i i i . }
dpg,o?gc:rg?ggzgm%hcy and Compliance department can be contacted at: «  Put in place a written contract between the BBC and the data processor

, . . Ensure that the data processor will put appropriate security measures in place to
The BBC’s Information Security Team can be contacted at: ism@bbc.co.uk ° protect the personal iﬁformation put appropi ty p

8.1 The responsihitity of the B8C

When we work with any data prdcessors, whether they are outsourced service providers, Indies,
web processing sub-contractors or others, it is important to remember that the BBC remains

responsible for data pratection compliance and for compliance with this Ha ndbook. This means
that we must be very careful anid thorough when providing guiddlnce to data processors.

8.2  The need for a written contfact

The BBC controls what a data processor can do with the personal information they collect on our
behalf through a written contract. You must not allow any third party to process BBC (including
audience) personal information without a written contract being in place and signed by the BBC
and the data processor who agrees only to use personal information as instructed by the BBC.
Please contact the IPC Team for details of what needs to be included in the contract.

8.3 Required security measures

The data processor must also have appropriate security and technical measures in place to
protect personal information. You must review their IT and other security measures to ensure
these are satisfactory. As well as their technical security, we need to ensure that they employ
reliable staff who are properly trained. You should contact the IPC Team if you need help
deciding whether a proposed data processor meets the BBC standards.

In carrying out this exercise; you shoul
.o~ What personal informatién wil the data prbéés’sqiflbé using?

the data processor enly storing the -

. ‘What is the actual‘processing? For. fnstan , .
r otherwise changing the information? . -

information or will they be collecting, sort

« Whether the data processor. h4 data protection andfor privacy policy. (if they dbn’—t,:
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they should hay

[ ompany will be accessmg the personal 0l

ensute the rehabmty of their sbaff7 <
staff'l The BBC should reserve the. right to

sures will be used to-protect the persm

The technical and organisational security measures must comply with the BBC's security
policies as set out by BBC Information Security from time to time.

Where the data processor or outsource service provider is located outside the EEA you must
contact the [PC Team for specific guidance and sign-off.
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Modite 9 - Security ard doletion of persomal information

SUMMARY

It is an essential requirement that the BBC and any data processors keep personal information
secure. in ensuring the security of personal information, you must

* Ensure that access to information is only given to those who have a busiriess need

o Ensure that personal information is only kept for as long as is necessary and is deleted
once-it is no longer needed

9.1 How do | keep Personal Information secure?

Only people who have a genuine business need to know should be able to access personal
information. All files containing personal information must be adequately protected by
passwords and encryption in accordance with the BBC’s Information Security Policies.

Check out the Top Tips for Information Security. For advice about laptop encryption speak to
the Technology Service Desk on 02 26333.

9.2 Deletion of Information

it is important that personal informatiori is only kept for the minimum time necessary to fulfil
the purposes for which it was collected. [See Rule 10] Additionally when we delete systems or
files with personal information of sensitive personal xnformaan we must ensure the following:

Manual Data

only be deleted/destroyed: by thase peopl W
omechﬂdren's personal information; th
ne who has passeda cnmmal records bureau (CRB

that manual ﬁles mcludmg personal mformaf n are properly
ntiat waste. Where personal-information can- be obta
stiredded or otherwise confidentially disposed
how to dispose of ‘manuat: waste pleﬁse contact: the IPC

Electmnic Data

f.hat our processes meet the minimum standard for th u
ectronic form” which is that it should be refdrmatted
ial information is permanently, completely arid i
| udes.all copies of the data. from all Systems altho
circums wherp it is appropfiate to retain-a copy an back-up ‘sys er
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Modile 70 - BBC FPegpte and Forsonal lnformation

deletmg electromc data,. and thes

SUMMARY

Managing personal information is everyone’s responsibility. In using personal information about
BBC staff, you must

If you have any questions about this please contact the Information Policy and Compliance team

at DP Advice or ISM@bbc.co.uk « Understand on what basis the BBC can use employee personal information

«  Ensure that individuals are vetted to the appropriate level e.g. including CRB checks

9.3 Deletion of Information by Third Party Data Processo '
Y ny Fssors « Ensure that employee information is only accessible to the relevant people including

When third parties are processing information that includes personal information we must health information

ensure the following when deleting systems or files:
e Putin place a procedure for taking employee personal information outside the BBC

Third: p,ai-ties o

The BBC as an employer, and all people who work at the BBC have responsibilities under the
DPA. No one should disclose personal information in breach of the BBC’s procedures or use any
personal information for their own purposes.

: Ies ‘when handling empl )
e a criminal offence.

10.1 Introduction

This module sets out what information the BBC holds about you if you are a BBC employee or
member of staff as a freelancer or contractor and how it is used, and also provides guidance on
how you must process employee information if you are a manager or otherwise required to deal
with employee information as part of your role at the BBC.

10.2 Why does the BBC collect personal informéation about employeEs?

The BBC collects and uses personal information about employees for a number of purposes and
at all stages of the employmient lifecycle.

) requirement todoso.

ses 'a‘re:‘

tment includmg vérifxcation al
oyment administration - appointme
ils; occupational health detax(s t
'matters and grievances
Pensions

Orgamsanonal Risk Management
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10.3 Recruitment

Job applications are made on the BBC’s online recruitment system or via third party recruitment
agencies. Details registered on the BBC’s online system by applicants remain on file for six
months and are then deleted unless the applicant opts to extend this period. Unsuccessful
applicants’ forms are held for three years.

Successful applicants’ forms are transferred to their personnel file and retained in line with the
Corporate Retention Schedule.

Verification and Vetting
The BBC undertakes the following verification and vetting activities:

e References are taken for all staff and become part of their personrel file.

e The BBC will ask to see your passport or other immigration documents to ensure you
have a right to work in the UK. :

o Additionally, staff recruited to. work with children or vulnerable adults may be subject
to a CRB check.

10.4 Criminal Record Bureau Checks
Details and forms for CRB checks can be found at the Working with Children intranet site

As an integral part of its Child Protection Policy, the BBC is registered with the Criminal Records
Bureau (CRB) as a Registered Body who can countersign applications for CRB checks and receive
the Disclosure results. The CRB is an executive agency of the Home Office and provides access
to criminal records and other related information (see www.crb.gov.uk). The CRB’s role is to
assist employers to make considered recruitment decisions where staff are working with
children, young people or other vulnerable groups.

Under the provisions of the BBC’s Child Protection Palicy, where a new recruit or current
member of staff will be working closely with children, a CRB disclosure form must be
completed. The BBC is required to comply with the CRB Code of Practice.

Disclosure application forms can only be signed off on behalf of the BBC and sent to the CRB by
specific people authorised by the CRB for this purpose. These people are known as ‘counter
signatories’ and a list of such people is available at the Working with Children intranet site

How is the Disclosure used?

The CRB.produce two copies of the Disclosure in response to the applicatibn form. Oné is sent to
the applicant at their home address. The othér is sent to the counter signatory within the BBC
who reviews the Disclosure.

The counter sigm:tory keeps a protected electronic record of the date of issue of a Disclosure,
the name of the individual, the position for which the Disclosure was requested, the unique
reference number of the Disclosure and the recruitment decision taken.

The CRB Disclosure forms themselves are kept in a secure place for 6 months and then shredded
unless there is an exceptional reason to keep the Disclosure for longer than 6 months.

Who can access the Disclosure?
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The Disclosures are reviewed by thé counter signatories in order to make a recruitment
decision. Disclosure information should only be passed to those parties who are authorised by
law to receive it in the course of their duties (this is a requirement under s. 124 Police Act
1997). Please contact the BBC Lead Countersignatory (Head of Employment Policy) for further
information. You should be aware that it is a criminal offence to pass Disclosure information to
anyone who is not entitled to receive it.

How should Disclosure information be stored:

it is a requirement of the CRB’s Code of Practice that all Registered Bodies such as the BBC must
have a written policy on the correct handling and safekeeping of Disclosure information see how
the BBC stores and disposes in the BBC Policy Statement: Secure Storage, Handling, Use,
Retention & Disposal of Disclosures and Disclosure information.

10.5 Employment Administration

The personal information that employees supply to the BBC is used to administer the
employment relationship. Only details that are needed to administer this relationship must be
collected. The BBC and the employee must ensure that these details are kept accurate and up
to date.

The information should only be disclosed to people who have a genuine business need or legal
right to see it. This may include your line manager and our external service partners (e.g. for
payroll purposes).

it may also be shared with or passed to other organisations within the BBC family should you
transfer between the Corporation and/or its subsidiary companies (e.g. BBC Resources, BBC
Worldwide) in order to ensure the continuity of your employment record.

In most cases the personal file is now held in electronic format. You have a right. to see your
personal file and the other information that we hold on you.

You can also see (and change) key personal information that we hold on you via myDetails,
which can be accessed via Gateway.

10.6 Occupational Health

This organisational risk management function is largely outsourced to HR Direct which is
managed by Capita (as a data processor). Medical information is held and accessed only by
clinical staff. The purpose of holding the information is to provide an occupational health
service to the BBC.

Access to occupational health records is restricted to the BBC’s Chief Medical Officer and the
Principle Risk Manager, Occupational Health. if you have any questions about your own
occupational health record, or access to other records please contact Occupational Health.

' Capita HR Direct holds medical records for current and past BBC employees as the BBC’s data

processor. Access to these records is restricted to clinical or authorised medical staff.

Records are stored on the Corporate Health and Safety management system {Chrysalis) - a
secure database with restricted access.

10.7 Organisational Risk Management (“ORM”)
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The ORM team manage the myRisks system for recording workplace accidents. The system is
held on a secure server

This system holds a feed of basic information from SAP which includes personal identifiers and
organisational assignment (e.g. name of individual and name of line manager). i

To this is appended accident reports including the following information: name, address, sex
and age of injured or otherwise involved parties - staff and members of the public - and the
nature of any injuries incurred.

Access to this information is restricted to the line management chain for managing the
resolution of the incident and the ORM Team to provide assistance and to complete statutory
reporting.

10.8 Capita HR Direct

Capita HR Direct is the BBC’s outsource service partner and data processor for certain human
resources functions. On behalf of the BBC, they coltect and maintain the bulk of the information
used for HR purposes. They are contractually obliged to maintain and use it only as per BBC
instructions. Access to the information by individual members of HR Direct staff is agreed
formally with the BBC.

Before releasing information to members of staff or line managers, they must confirm their
identity using approved security questions.

Information is only released to managers according to processes agreed with the BBC.

10.9 Taking employee details outside the BBC

All information relating to individuals e.g. electronic files such as lists of staff in spreadsheet
format, personnel files, paper lists of salaries and staff appraisals, is covered by the DPA and
the rules in this Handbook. In some circumstances BBC People staff or managers may have a
legitimate reason to take employee information outside the BBC.

Examples of legitimate reasons to take information off-site
e  Home working
e HR Managers taking personnel files to a tase meeting in another building

e 24/7 staff taking home files to deal with out of hours emergencies

ar tops should be kept under close:

unless they are encrypted. Ple:
cryption is-appropriate. Once-a ny
‘"¢ontact the Technology Service Desk
are:to be installed

ory: stick used should be treated in't
urely held while required and-then destroyed.

Uty acceptable to email personal details
Hould apply. your common sense since yo
ntact detdils outside the BBC fn a work context.

addltipnél restrictions if you take or transfer in
ty Area. Please contact your DP-Represen

tath

nation off-site, the followi

on SCfeeﬂS ,Sﬁbul:,d not:be
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Recording what personal information is taken off-site
e  All files/documents should be booked out using an agreed procedure

e This procedure will vary from team to team and should be appropriate for the type of
work and need not be excessive. For example, where a file is already booked out to an
individual {as would be the case with a legacy hard copy personal file) no further
booking out is needed as it is clearly recorded that the particular individual is
responsible fof its safe keeping. Where particular files are taken off site on a routine
basis, it would be sufficient, for example, to tick a grid or make a diary note that this
month’s file has been taken.

« As ageneral rule all staff below grade 7 must obtain authorisation from a team leader
or above to remove a file from BBC premises.

¢ The line manager must know at all times where all files are held

e  Wherever possible files should be accessed electronically via myConnect desktop, and
NOT downloaded to external computers.

NB there is no need (from a data protection perspective} to book out files that do not
include personal data.

Returning materials
e All files/documents must be booked back in
«  Logging systems must be checked by the line manager when a person leaves/moves to a

different job to ensure all files/documents have been returned by that person
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Regular home workin
° ’ Modis 77 - Marketing

Where staff in a team regularly work at home, it may be appropriate for the manager to draw
up additional guidelines/interpretations of this policy that relate to the precise tasks and work
patterns of that team.

What to do if information is lost su RY

Any employee personal information that is lost or stolen off-site should be reported immediately When you want to send marketing to individuals you must

to the BBC People DP Representative who will trigger the Ddta Security Breach Procedures
described in Module 15. ' « Obtain their consent before sending them marketing

Provide a Privacy Notice informing individuals how the BBC will use their information

ilure to abide by this poticy

inary action. : e  Always provide individuals with an easy means of opting out of receiving marketing
information

o Always suppress the details of individuals who have objected to receiving marketing

e  Not use their personal information for a different purpose without obtaining their
consent

Where we send information to BBC users about what services and programmes we provide, we
are providing marketing. Direct marketing includes any promotional material you send directly
to an individual using their personal information (e.g. email or postal address or text messages).
At the BBC, we frequently use email newslettep about our programmes as a method of direct
marketing. Even if the BBC is not commercially selling a product or service, the activity may still
be marketing.

When we market directly to BBC users via efhail, phone, fax or text vre are subject not only to
the DPA but also to rules set down in the Prgvacy angd Electronic Communications (EC Directive)
Regulations 2003.

You should remember Rule 15 and Rule 16 when considering how the BBC may use personal
information in order to send marketing.

11.1. Optin/ Opt out

Opt-in is the mechanism by which an individual actively consents to the use of their personal
information. You can obtain an individual’s opt in consent through using a tick box, which should
not be pre-ticked, which the individual should then tick if they agree to the use of their
information. If the individual does tick an opt-in box, they are giving consent for their personal
information to be used in the manner desgribed.

Opt-out is the mechanism where the individual is already effectively opted-in to receive
marketing and they need to actively indicate that they wish to opt-out. For example, a box
could be pre-ticked and the individual should be informed that they need to un-tick the box if
they wish to opt-out of receiving marketing.

Generally speaking, apart from certain areas of BBC Worldwide and the BBC Shop the BBC must
operate on an opt-in basis under the Regulations.
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11.2 Sending newsletters, e-newsletters and texts/ SMS

Email newsletters and text alerts can be great ways to keep our audience up to date with our
programmes and other output. When we want to send a newsletter/alert or update about our
programmes and services to our audience members we need to ensure the following:

ormation needed from each”ihd'i il
that’s all we need see:also spy

n insubscribe notice
send them that specific mrkﬂing <

nformatio (e.g. the individual unsubscribes from
-dispose.of the personal informatic

If additional information is needed for a secondary purpose (e.g. gender, age etc. to provide
effective personalisation of the marketing or service) then this irformation should be collected
on an opt-in basis. A tick box opt-in or non-mandatory fields in an online form are both
acceptable, but you must provide a clear explanation of what the information will be used for in
all cases.

It is normally acceptable to add an invitation to an additional or related service to marketing
communications (e.g. a link to a website collecting an audience for a live recording of a
programme mentioned in a newsletter). However, this must clearly be on an opt-in basis only
(e.g. the original email list for the programme newsletter cannot be used to advertisé the live
show, unless this purpose was made clear in the original opt-in and terms and conditions. )

The general test should be to consider what would be in the reasonable expectations of the
individuals when they provided their personal details to the BBC.

11.3 Marketing - Unsubscribing from Marketing

An individual is entitled by written notice to ask the BBC to stop using theit personal
information for the purposes of direct marketing. This is otherwise known as 'opting out’ or
‘unsubscribing’. We must include an “Unsubscribe Notice” on each of our direct marketing
matten'als giving individuals an opportunity, each time they receive a marketing message, to opt
out. ’

If you receive a request from an individual to opt out of certain marketing, then you must stop
using their personal details for that marketing communication within 28 days. You must also
ensure that the BBC does not send them that marketing communication again unlgss they 6pt-in
in the future. i.e. put their details on a 'suppression list’ to ensure that they will not be
targeted again in the future.

Plgasq be aware that a failure to stop using their personal details may result in a court order
being imposed against the BBC and disciplinary action against you. You should consider whether
to acknowledge a request to opt out received from an individual, particularly if there is any
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marketing in the pipeline which the individual may receive that cannot be prevented. You may
wish to warn the individual in advance that they will receive this marketing but that their
details will be suppréssed as soon as possible.

Unsubscribe notice

In every single communication (each email or text etc) you must provide the individual with a
simple means of unsubscribing from receiving the marketing. This should be free (except for the
cost of transmission). The means provided should be suitable to the type of marketing. So, for
an individual to unsubscribe from email marketing, unsubscribing should be via an email. To
unsubscribe from text marketing should be via a return text (e.g. “Unsubscribe by texting
“STOP” to 65555).

‘When you receive a request from an individual to unsubscribe from a marketing corfnmunication
you must do the following:

L - ct on.the réquest as Soon}q; possible {and in any event no la‘tér;thal

 receiving the request)

. ‘Remove all details of thé individual EXCEPT any details you should keep ol
“Suppression List" "~ g i

«“Maintain an accurate “Suppression List” which-is a list of people wh

that they be unsubscribed:;”

o You must check against this list to ensure that no marketing is se‘ntf:
have unsubscribed . o

« "~ Only use the informatjon for.one purpose

. Semre,ly‘dispo,sve;of ‘the information (include suppression lists): on;e th
marketing communication:is finished S

11.4 “Send to a Friend”

Please ersure you comply with the following Do’s and Don’ts when sending viral marketing (but
please speak to dpa.officer@bbe.co.uk first before viral marketing to an audience likely to
include under 16s, as different rules apply to this age group)

« Do not offer the user any incentive for sending the marketing (eg do not make
competition entry conditional on sejiding recommendations etc);

o Include a statement near the “send” putton that says “you confirm that you have the
consent of the jndividual whose détqib you are supplying”;

« Tell the user that you will let his/her friend know how you got their details;

o Do not keep the friends’ email addresses (and make it clear in any communication to
them that we wopn’t be keeping their details or using elsewhere);

« Do not allow the user to leave their name and email address blank;

« Do not include any other marketing material other than the material being
recommended;

»  Write the subject line in the third person “John Doe thought you’d like this....”;

« Provide a contact email for complaints in the event that the “friend” doesn’t know the
sender
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Modute 72 - COTV ind Ascess Control Data

SUMMARY
In using CCTV at the BBC you must
e Understand that use of CCTV is limited to specific purposes
o Conduct an assessment before putting in place a CCTV scheme
» Have in place appropriate CCTV signage for schemes

* Respond to requests from individuals for copies of CCTV images

12.1 CCTV and the Data Protection Act

Most CCTV is directed at viewing and/or recofding the activities of individuals. This means that
the use of CCTV will need to be compliant with the DPA and the Information Commissioner’s
CCTV Code of Practice.

Using CCTV can intrude on the privacy of the people it captures, and as such, should only be
used in limited circumstances.

12.2 The BBC’s Use of CCTV Footage

The main use of CCTV is for monitoring the perimeter of BBC buiidings.

If an incident is captured on CCTV (such as a theft, assault, ac¢ident, disturbancé or trespasser),
the operators of the CCTV may follow the progress of the incident; including any people
involved.

Similarly, if an incident is later reported which may have been captured by CCTV, the BBC may
review any footage of the incident captured by the cameras.

12.3 Access Control Data

Every time a BBC pass holder swipes their card for entry into BBC buildings this information is
recorded. This is personal data as the information sets tells us about the buildings visited and
the times of these visits. Therefore, as with all personal data Access Control Data must be
appropriately processed.

12.4 Dealing with requests for CCTV footage and Access Control Data

The BBC receives requests from Individuals and Third Parties for access to CCTV footage and
Access Control Data, which can be received through various parts of the BBC. Access Coritrol
Data is data held on the BBC’s Access Control Management System and records the use of BBC
identity cards to access buildings.
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In order to ensure that these requests are dealt with consistently theré are threé BBC
departrnents and two indjvidual staff roles who are empowered to seek release of CCTV and

Access Control data from the custodian of the informatibn (the current contracted Service
Partner). These are:

Information Policy & Compliance
BBC Investigation Services

BBC Insurance Services

Head of Information Security 1]
Head of Corporate Security {2]

There are four general categories of requester for such data which are outliried in further detail
below:

Individuals (Subject Access Request).

Police / Other Government Agencies

Insurance Claim Representatives (contracted by the BBC)

Third parties (such as Insurers/ Solicitors not related to the data subject)

12.4.1 Individuals (Subject Access Request)

Individuals (and their properly appointed representatives eg their solicitors or insurance .
agencies) have a right to request access to a copy of their personal information uncler section 7
of the Data Protection Act 1998, as it appears in CCTV footage. Individuals who require access
to CCTV footage in which they appear must make a formal subject access request in writing to
the Data Protection Office (see Module 14 for more information on dealing with SARs. This also
includes where another person (e.g. friend, solicitor, insurer) makes a request for CCTV footage
on behalf of the data subject.

Process

1. If you receive a request from a person for CCTV footage please advise the person to submit
a request to:

Data Protection Officer (Head of IPC)
Room 2252

White City

201 Wood Lane

London

W12 7TS

Or send an email to dpa.officer@bbc.co.uk

You should advise the person that we will need the following information in order to deal
with the request:

« Date, time and address of the incident.

« Copies of two pieces of identification - at least one of which includes a photo to
allow the BBC to clearly recognise the applicant; this maﬁf be a driving licence, birth
certificate, passport, rent book or utilities bill.

« If a person js making a request ¢n behalf of the data subject, they will also need to
provide evidence that they have the data subject’s consent to act on their behalf.
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o A further recent photograph of the requester in ofder that they can be identified in
the footage requested. (Although this is not necessary when the footage required is

of damage to the person’s property, e.g. an accident in a BBC car park in which case
the link between the individual and the property will have to be provided).

e A £10 cheque made out to the BBC for subject actess request fee.

o A copy of the registration documents if the indjvidual requires footage of his/her
vehicle.

2. If you receive an initial request for CCTV footage make a record of it and contact the
authorised person within Facilities Management [3] to require retention of theé relevant
footage, pending receipt of the formal request. Please also advise the IPC Team of tge
request and any details of the requester and action taken to date.

3. As soon as Facilities Management become aware of a request for CCTV footagé it is the
responsibility of the authorised person within Facilities Management to ensure the secure
retention of the data if it exists, in an appropriate format for later assessment of disclosure.

4. Once the formal request has been received by IPC, along with the necessary details and
payment, IPC will advise the person that the BBC has 40 days within which to respond to the
reguest. IPC will also confirm the details with Facilities Management including whether or
not CCTV data is available. -

5. The BBC Investigation Service, having concluded that the application before them is
justified, will request from the authorised person within Facilities Management, the release
to them of the relevant footage.. On request from the BBC, the authorised person within
Facilities Management will ensure the safe provision of the CCTV data in accordance with
the agreed process and format.

6. If it is decided that disclosure is justified then the authorised person in Facilities
Management should be advised that the data shall be retained to enable disclosure, If it is
decided that disclosure is not justified thén the authorised person in Facilities Management
should be advised to retain the data as nofmal. Facilities Management will only destroy the
data after authorisation from the department giving the originaf instruction on retention.

12.4.2 Police / Other Government Agencies

Requests from the Police and other government agencies are dealt with by the BBC Investigation
Services.

Process

1. If you receive a request for CCTV footage/access control data from the Poljce or any
other government agencies, please advise Facilities Management or BBC investigation
Services.

2. Facilities Management may release footage to the Police as part of enquiries into a
crime unconnected with BBC staff, Service Partners or Visitors. This must only be done
where Facilities Management are satisfied that failure to provide the footage would be
likely to prejudice either:

o the prevention or detection of crime or
* apprehension/prosecution of offenders
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Facilities Management keep adequate records in order to produce evidence for how they
reached the decision to release the footage. Facilities Management contact BBC
Investigations with any questions.

3. Where an investigatior relates to BBC staff, Service Partners or Visitors BBC

Investigation Services may release CCTV or access control data where they are satisfied
that failure to provide the footage would be likely to prejudice either:

« the prevention or detection of crime or
« apprehension/prosecution of offenders

BBC Investigations keep adequate records in order to produce evidence for how they
reached the decision to release the footage.

4. Where other parties request CCTV footage BBC Investigations will require the
completion of a Section 29 DPA 1998 Réquest form and that they make a formal
application to:

Room 1534

BBC White City

201 Wood Lane
London

W12 7TS

or

Fax: 020 875 24213

The form requires the requester to set out the exemption under the DPA and
justification for lawful disclosure.

5. The BBC Investigation Service will be responsible for the review and validation of the

request to ensure disclosure is reasonable, necessary, proportionate in all
circumstances, and justified.

12.4.3 Insurance Claim Represeni:atives (Contracted by the BBC)

If the request for CCTV footage relates to a BBC Insurance claim they will need to make an
application for the data via BBC Insurance Services.

BBC Insurance S}ervices will be responsible for the review and validation of the request to ensure
disclosure is reasonable, necessary, proportionate in all the circumstances, and justified.
12.4.4 Requests by third parties and under Freedom of Information

Updated June 2009

If people are capable of being identified in CCTV images then this is personal information. This
information can most likely NOT be disclosed in response to a Freedom of Informiation request
[4].

However, it will appropriate to release images to a third party where their needs outweigh
those of the individuals whose images are recorded.
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ST,

Requests from insurance companies for CCTV pf damage to their client’s property can be dealt
with by Facilities Management. In order to disclose footage to an insurance company the form
CCTV Data Request Form (for property damage on BBC premises) must be completed by the
insurance company and submitted to the person responsible [5] for viewing, management
and/or downloading (i.e. processing) of CCTV data, '

If the application is reasonable and justified then viewing of the specifit incident may take
place and be downloaded if necessary for the business purpose. The transaction will also be
recorded on the Facilities Management Incident / Download Form and dealt with in accordance
with established practice.

The completed CCTV Data Request Form will be forwarded to the BBC Workplace contact [6]
who will monitor DPA compliance.

In the case of request from other third parties for CCTV, BBC Investigations, BBC Insurance or
IPC will be able to decide whether the CCTV data is released.

They will ensure the followihg:

* The requests are genuine (they will investigate why the data is being sought and confirm
this to their satisfaction;

» the footage will only be used for a specified purpose (eg insurance claim); and

o there is no risk to the safety of other people involved (eg it would not be appropriate to
release data of an adulterous couple kissing in the carpark to one of their spauses)

If you have any queries about whether the footage should be given out, please contact IPC for
further advice.

12.5 Deciding whether to use CCTV or continue using CCTY

Pursuant to the Information Commissioner’s guidance on appropriate deployment and use of
CCTV the BBC has the following policies on deciding when to use CCTV and appropriate signage.

The BBC uses CCTV to provide a safe and secure erivironment for BBC employees, audiences and
other visitors. Currently, the BBC has in place perimeter security CCTV systems as part of a
range of security measures derived from the Building Security Risk Assessment (BSRA) carried
out for all of its buildings. The assessment is carried out by either the Head of Corporate
Security, or third parties engaged by BBC Workplace, or its Facilities Management Providers.
During these assessments the BBC needs to carefully consider whether the installation of CCTV is

necessary. We need to take into account what benefits can be gained, whether better
solutions exist and what effect it may have on individuals.

Key issues to consider when using CCTV are:

¢ What organisation will be processing the CCTV ifmageés - will it be BBC staff or external
contractors?

e If it is external contractors, do we have a contract in place which includes data
protection clauses? '

¢ What is the BBC's purpose for using CCTV? What problems is it meant to address?
o What are the benefits to be gained from its use?

» Cana less privacy-intrusive solution, such as improved lighting, achieve the same
objectives?
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« Does the BBC need images of identifiable individuals, &r could the CCTV use a system
where images are not capable of identifying individuals?

e What future demands may arise for wider use of images and how will the BBC address
these?

o What could the BBC do to minimise intrusion for these that may be monitored,
particularly if specific concerns have been expressed?

o WHat CCTV product will be used and does it capture images of a sufficient quality to
meet the proposed objectives '

e Where should cameras be sjted (both to ensure adequate coverage to meet the
objectives of the scheme and to minimise collateral intrusions.

Corporate Security monitors the BSRAs and periodically review them.

12.6  CCTV Signage

Where a CCTV scheme is 1o be installed/in operation, to comply with the 1% principlg of dat@
protection people must know that they are in an area where CCTV surveillance is being carried
out.

The most effective way of doing this is by using prominently placed signs at the entrance to the
CCTV zone and reinfarcing this with further signs inside the area.

CCTV signage should:

o Dbe clearly visible and readable; ‘

o contain details of the organisation operating the system, the purpose for using CCTV and
who to contact about the scheme (where these things are not obvious to those being
monitored); and

« be an appropriate size depending on context, for example, whether they are viewed by
pedestrians or car drivers.

[1] Currently Julia Harris
[2] Currently Eddie Halling

[3] Currently Richard Jowsey or Tim Cavanagh in BBC Workplace for Longon, Scotland and
English Regions, Bill Smale for Wales and Roisin Brown for Northern Ireland

[4] As set out in CCTV Code of Practice p17

[5] Currently Robert Kennedy, BBC Workplace for London & Scotlanq and Mick Taylor, BBC
Workplace for English Regjons

[6] Currently Kate Hodson, BBC Workplace
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Modalo 73 - P/‘a;z/‘aﬁm /”a&y ard Data Protection

1. BBC’s role as a programme maker

The BBC as a broadcaster collects and uses huge iamourits of personal informatian for a variety
of programme-related reasons, such as in news stories and through user generated content on
our websites.

While this personal information is subject to the DPA and its r'équirements, in reécognition of the
unique role of the media in relation o freedom of expression, there are some limited
circumstances in which the BBC is exempt from complying with some provisions of the Act.

The specific exemption is outlined in section 32 of the DPA and applies to personal information
which is processed for the purposes of journalism and/or art and/or literature. It is important to
bear in mind that this is not a blanket exemption for the BBC and has to be considered carefully
in each specific case where we need to rely on it. ’

2. The scope of the exemption
Three conditions MUST be fulfilled if $32 i$ to be invoked:

e Process data Wiih a view to publishing Jjournalistic or artistic material; AND

e Publication is in the public interest (this decision is base;d on whether a programme is
made in accordance with the BBC Editorial Guidelines); AND

ot would be incompatible with our jourpalism to comply wit?; the data protection
provisions

1. The processing of the personal data is undertaken with a view to publishing journalistic,
literary or artistic material

The BBC views this first provision as relatively wide and processing will capture most things done
with personal information such as:

Obtaining it

Recording it

Holding it

Operations sych as; organising it, altering it, retrieving it, using it, disclosing it etc.

You will also need to be carrying out one of the above actions with the view to publishing
journalistic, artistic or literary material.

While the application of the exemption will need to be made on a case by case basis, one
interpretation of the requirement is that you are carrying out one of the above actions on the
personal information with the intention or hope of publishing material, such as programme
content.

The Information Commissioner has also defined ‘publishing’ in the DPA to mean that the
information is made available to the public or any section of the public.

2. We have had regard to the special importance of the public interest in freedom of
expression and reasonably believe publication would be in the publ{c interest; and

Contact the IPC Team at: dpa.officer@bbc.co.uk j9 Contact the IPC Team at: ¢dpa.officer@bbc. co.uk 60

MOD100018142


mailto:dpa.officer@bbc.co.uk

For Distribution to CPs

This provision requires the BBC to complete a public interest balancing test to determine
whether it would be in the public interest to publish the material in question.

While the application of the exemption will need to be made on a case by case basis, if you are
able to process the personal information in compliance with the BBC's Editorial Guidelines, it
will usually be a good indicator that the publication is in the public interest.

3. We reasonably believe in all the circumstances that compliance with the specific provisions
of the DPA is incompatible with journalism and/or artistic purposes and/or literary purposes.

The third provision requires the BBC to show that we reasonably beligve we cannot apply the
provisions of the Data Protection Act as we}l as maintaining the journalistic purposes etc for
which we collected the personal information. It is not enough just to show that it would be
inconvenient to comply, you must be able to show that it would be incompatible to do $o0.

For example, if we had a story about a corrupt MP and the MP made a request under section 10
of the DPA to prevent us using his personal information in the story; we would be unable to do
our job as a broadcaster and inform the public know of an important issue. In these
circumstances, we could not comply with the Data Protection Act as well as continue with the
story.

3. How the exemption works

This exemption is similar to the derogation provided in the Freedom of Information Act,
‘journalism’, ‘art’ and ‘literature’ and is usually taken to mean our corjtent, or activities closely
associated with content creation. It includes our online content.

The specific provisions of the DPA which we would not need to comply with when relying on the
exemption, and incompatibility can be shown, are:

« The data protection principles, except for the seventh data protection principle, which
relates to the security of the data.

« if an individual tried to exercise their rights under the Data Protection Act, namely:

a. Subject Access Requests (section 7)

b. Preventing processing likely to cause damage or distress to the data subject
upon their request (section 10)

c. Providing rights to the data subject in relation to automatic decision making
{section 12); and

d. Rectification, blocking, erasure and destruction of the personal information
(section 14(1) to (3)).

Although we would not have to comply with most of the data protection principles if we relied
on the exemption, we would still have to comply with the 7™ data protection principle, which
relates to keeping personal information secure.

This means when you collect the information you will still need to ensure that you keep the
information secure, such as locking away any hard copy information and laptops when they’re
not in use and keeping electronic information password protected. You also need to ensure that
only those people who have a business need have access to the information. For further
information see Module 9 - Security and Deletion of Personal Information and the BBC's
Information Security Policies.

Note also that the exemption has specific provisions to protect the media against court action
before material is published. If you become aware of any threatened use of the Data Protection
Act before your material is due to be broadcast or put online, you should immediately contact
IPC, who will liaise with the Litigation Department.
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4, What can the ICO do?

The ICO has specific powers when dealing with personal data processed under section 32. If the
ICO believes that we are not processing the personal data only for the special purposes, or are
not processing it with a view to publication, he can issue a special enforcement notice on us.
Any failure by the BBC to comiply with an enforcement notice is an offence.

The reputational risk to thé BBC of such an action by the ICO would clearly be very serious.
6. Further help

Application of this exemption can be complex. If you need any further help about using the
exemption please contact the IPC Team.
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Moduts. 74 - Subject Aooess Requests

SUMMARY

Individuals have the right to ask for a copy of their personal information that the BBC holds.
Please note that

* You need to be able to recognise a SAR

e« When you receive a SAR you must contact the IPC Team immediately as there is a
specific legal timeframe to respond to requests

« You may be asked to search for information on your systems by the IPC Team in
response to a SAR

The DPA gives living individuals the right to request access to ‘records‘ and other information that
organisations hold about them. This is called a Subject Access Request or “SAR". Except where
exemptions apply, in response to a request, the BBC must provide to individuats copies of all
records and information that it holds on that individual in response to a SAR.

Please be aware that the BBC has 40 days within which to respond to 3 SAR. Failure to respond
within the 40 day specified time limit is a breach of the DPA by the BBC. Therefore, it is
imperative that requests are forwarded on immediately to IPC so work can commence.

Under this right, an individual is entitled to a copy of his or her own personal information
subject to a number of exemptions. Furthermore, an individual may not be entitled to
information relating to third parties (particularly, where information has been provided in
confidence).

14.1 How do | recognise a Subject Access Request?

The BBC regards any request for a large amount of personal ipformation as a SAR. Please note
that it must be for personal information about the person who is actually making the fequest
(although bear in mind that an individual may make a request through his or her solicitor).
Otherwise it may be a request for personal information about another person under the
Freedom of Information Act 2000.

E.g.: Can you please provide me a copy of all the information the BBC holds about me? or Gan
you provide a copy of all my personnel records from 1997 - 2007.

With respect to the first example request above, generally we would ask the requestor to give
more information about the personal information they are requestihg to help us locate that
information. By way of general guidance, business as usual réquests for discrete pieces of
information should NOT be treated as a SAR. However, this is a judgment that you will need to
make and IPC will be able to help you with this if need be. )

So a request such as “Can you please provide a copy of my apprdisal from last year?” is really a
business as usual request and does not need to be treated as a SAR.
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However, if there is a reason why personal information is NOT going to be released in the course
of business as usual, then the request must be treated as a SAR and should Qe referred to the
IPC.

14.2 What do | do with a SAR?

You must immediately pass a SAR {or anything that might be a SAR) to the IPC Téam, at Room
2252, White City, 201 Wood Lane, London, W12 7TS or forward via email to DP Advice.

14.3  How long have we got to respond to a SAR?

The BBC has 40 calendar days to respond to a SAR from the day upon which the BBC has received
all the necessary information about identity, location of the informatioh and the fee (if
relevant). However, where the request is provided with all the necessary information and the
fee, the 40 calendar days will start to run on the day that the request is received (regardless of
who within the BBC receives it). Given the considerable amount of work involved in responding
to SARs and the short timeframe it is importarit that you pass any SAR immediately to the IPC
Team.

14.4 D requirements and payment

The BBC will also require 2 forms of identificatiop to ensure that the requester is who they
claim to be. At least one of which should be photographic, and the other should preferably
confirm address. Identification is important since we need to ensure that personal information is
provided to the person to whom it relates rather than any other person.

A SAR will attract a £10 fee which is payable to the BBC via postal order or cheque made out to
the BBC.

14.5 What should the BBC provide to a requester?

In response to a SAR; a requester is entitled to be informed:

i + tobegivena description of the iemﬁiéh&fjér the classes of ~retipients to whom'the:

whether the BBC holds any. persorial m?prmat!onabeutthem s

"« to be given a-description of the information. .

« tobetold for what purposes the infér;rn_ onisused

**‘information has been or may be disclosed. (e.g: an independent production ¢
BBC’s outsource service providers foremplqyee,s)» : : :

The requester is also entitled to receive:

"o . acopy of the personal infortﬁatj;jﬁ v ""th{

'. & “anyinformation available to the

unintelligible terms explained.

ut the srduiicg‘ of the péerr{al inttﬁi)rir'n'a‘tioE
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14.7 What personal information can be withheld by the BBC?

The BBC may not be able to release personal information in responseé to a SAR wherg it falls
under an exemption such as being personal information relating to other people. Other
exemptions include where information is used for crime prevention and detection or is covered
by legal professional privilege.

However, please note that decisions about the use of these exemptions must be made by
the IPC team.

If you have any questions about SARs please contact the IPC team.

14.8 How do | search for information?

When you are requested to provide information in response to a SAR you must search all paper
and electronic documents (including emails) that you hold. However, if you have quiestions
about the extent of your search, for example, you believe that it would be very timé consuming,
please contact the IPC team (the general test in this case is that if you could find the data if you
needed it for your own purposes, then you should disclose it for the purpose of an SAR).

You are required to search the following types of records:

1. Information held electronically, including emails and Word, Excel or other élertronic
documents. With respect to emails, you must search your ‘inbox', ‘sent items’ arid
‘deleted items' folders. You do not have to search permanently deleted items which
only IT support could retrieve for you; ‘

2. CDRoms and disks; and

3. Information held in paper files, including handwrittep notes and other hard copy
documents. You must search paper files that are str[:ctured by reference to individuals
(e.g. alphabetical index or unique identifier) and unstructured {administrative or
miscellaneous files with information held chronologically).

14.9 | have found some embarrassing emails - do | have to disclose these?

Yes, you do. Please note that it may be a criminal offence under the FOIA and/ or the DPA to
alter, deface, block, erase, destroy or conceal any record held by the BBC with the intention of
preventing its disclosure.

14.10 What happens after I’ve located the information?

Please provide the relevant information to the IPC Team, who will go through the information
you have provided and assess whether any exemptions apply. Information that is exempt will be
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removed, or redacted from documents, and the remaining information will be sent to the

requester.
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Modale 75 - Data fwaf/@« Breaches

Data security breaches can have a massive impact on individuals associated with the BBC as well
as the reputation and efficiency of the BBC. This procedure sets out the dctions that you must
take immediately upon becoming aware of a data security breach.

1. What is a data security breach?
BBC defines a data security breach as loss/disclosure/inappropriate access or mishandling of:

e Personal data; or
« Highly commercially sensitive data relating to the BBC and/or its suppliers.

If in doubt about whether an event is a data security breach - contact IPC immediately on 02
26599.

BBC defines a ‘serious incident’ as a data security breach that involves the
loss/disclosure/inappropriate access or mishandling of either:

e Large volumes of personal data (ie details of more than 100 individuals)

« Personal data that that could cause potential harm to the individuals (eg
financial/ credit card details); or

e Highly commercial sensitive data which could cause significant harm to the BBC or
another company

e Particularly sensitive data (eg medical records, contract details of key talent, contact
details of anonymous sources);

« Personal data relating to children.

2. What to do in the event of a data security breach?

2.1 Inform your DP Representative* immediately and appropriate DP Contact. Who is my DP
Representative?

2.2 DP Representative completes a Data Security Breach Initial Repart and ensures that, if
the breach involves the loss or theft of a mobile phone, laptop or blackberry, an
Incident Report has been submitted via
http://finance.gateway.bbc.co.uk/investigations/incident. html#

2.3 If after completing the Data Security Breach Initial Report, the DP Representative
assesses the event to be minor s/he should email the Initial Report to IPC via email
“Data Protection Advice” within 24 hours.

2.4 IPC will assess the event to confirm whether it is a minpr breach. If IPC agrees that it is
a minor breach, the event will be recorded in relation to the Division but IPC may
decide to take no further action.

3. Serious Incidents

3.1 If the DP Representative assesses the event may be significant endugh to qualify as a
“Serious Incident”, s/he will immediately;

a) Contact IPC on mobile numbers as set out in contact list below, to describe the
breach.

b) Send IPC a copy of the Data Securi‘ty Breach Initidl Report via the email
addresses as set out on the contact list below.
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3.2 IPC will assess the breach to confirm whether it is a ‘’Serious Incident’’ and, if so, will
alert the DP Serious Incident Group.

3.3 The Serious Incident Group will meet to decide how to act on the breach.

“Note, DP Representatives will need to arrange for cover for this function for sickness/leave,
and ensure that their Departmental Data Protection Contacts know of the arrangements.

4, What will happen then?

A group of senior people will form the DP Serious Incident Group and will gather the Relevant
Information and decide how to act, in light of the nature and extent of the breach.

Procedures for DLP Serious Incident Group

These procedures are additional to the Data Security Breach Praocedures and set out how serious
data protectiori breaches will be managed within the BBC once a breach is reported.

1. DP Serious Incident Group to meet to decide how breach should be acted upon. Who
is ih DP Serious Incident Group?

a. DP Serious Incident Group -~ Core Group

Chief Operating Officer,

Relevant Divisional Director,

General Counsel,

Head of Press Office, and

Head of Information Policy and Compliance.

v W

b. DP Serious Incident Group - members as necessary

Other staff will be invited to join the group depending upon the nature of the incident -
For example:

Director of BBC People (eg incidents involving significant numbers of staff)
Director of Vision/ Audio & Music (As appropriate) (eg cases involving talent)
Channel/Network Controller (As appropriate)

Head of Rights and Business Affairs (eg cases involving talent)

Directors General’s Office

c. Additional support and external contact

A number of staff may be called upon to provide expert advice to the escalation group for
example:

e Head of Investigations Unit

e Head of Internal Communications

« Head of Business Continuity

e Head of Employment Law

¢ Head of Information Security

As the information about an incident is confirri"ned the Escalation Group may decide to inform
representatives from such bodies as:

¢ The BBC Trust
¢ The Information Commissioner‘s Office
¢ The Police
« Outsource Company Press Office (if apr’opriate)
|
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When Head of Information Policy and compliance is away his deputy will be the IPC Senior
Adviser, Data Protection. They will be responsible for ensuring that appropriate deputies were
contacted where members of the core incident escalation group are unavailable.

d. Deputising

2. Relevant Information to provide to Serious Incident Group

The completed Data Security Breach Initial Report must be provided to the Serious Incident
Group within 4 hours of the report.

3. Completing the Data Security Breach Procedure

Once the Serious Incident Group has decided how to act in relation to a Serious Incident, the
Serious Incident Group may-ask the relevant IPC Adviser and the DP Representative to complete
the Final Data Security Breach Report. The purpose of this report is to record the decisions
?adehin relation to the breach and, in particular, the steps taken to prevent future similar
reaches. ‘

4, Freedom of Information

Please note that all documents that are created by the DP Serjous Incident Group may be
disclosable under FOI unless a suitable exemption applies (eg legal professional privilege).
Please speak to IPC with any questions on this matter. !

viser, Poficy, Information ance:

megrath@bbe.co.uk
| Internal Number: 02 26647
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Module 76 - &/n,o/axkdf aboat Breaches of the
Data Brotection Aot

SUMMARY

Individuals have the fight to complain to the BBC dbout the way their personal ipformation is
used (see Rule 11). We must ensure that we treat these complaints properly and in accordance
with this Handbook. In particular

« Individuals may claim that the way that the BBC uses théir personal information causes
them damage or distress

16.1  An individual claims that use of their personal information is causing damage or
distress (section 10 notice)

Individuals may providé a written notice to the BBC that the use that we are making of their
personal information is causing them damage or distress and request that we stop using or not
begin to use their information. This is officially called a section 10 notice under the DPA. When
the BBC receives a sectich 10 notice, it has 21 days within which to reply to the individual so it
is important that you contact the IPC team directly.

If this complaint is in relation to a news item, message board or other broadcast or web item,
do not take any action without consulting the }PC Team or Programme Legal Advice.

You should be aware that an individual who suffers damage, or damage and distress, as a result
of any contravention of the requirements of the DPA by the BBC has a right to claim
compensation from the BBC. However, the damage or distress must be substantial and
unwarranted.

Please contact the IPC team for further guidance. However, you should be aware that the DPA
sometimes permits the BBC to use personal information for the purposes of journalism,
literature and art regardless of whether substantial distress or damage is caused. See Module 13
for more information about journalism and the DPA.

16.2 The BBC receives a request to remove User Generated Content

As we provide the ability for users to post content onto the BBC website or our associated
websites, we may from time to time receive content from individuals which includes personal
information an another third party individual e.g. where John provides comments on a BBC
website about Peter without Peter’s khowledge or permission. Where this occurs, the third
party individual may contact the BBC to ask that the BBC remave this content.

The third party individual may also object to content being posted about them on a BBC website
because the comments are defamatory. You should be aware that the BBC could be subject to
an action for defamation. Please contact Programme Legal Advice for further advice on
defamation. T
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16.3  Rectification, blocking, erasure and destruction of inaccurate data

Where an individual has made a SAR and has received a copy of their personal information they
may consider that the information is not accurate or should be deléted. The individuals may
then contact the BBC to ask that the information be rectified.

If the BBC disagrees, the individual may then take the matter before the court to obtain an
order to force the BBC to change or delete the information. '

If you receive a notice in writing requesting rectification of the information due to its
inaccuracy, contact the IPC Team or email Data Protection Advice for advice. In particular it is
essential to seek advice from the IPC Team or Programme Legal Advice where the request
relates to BBC’s broadcast or online content. This is because there are different laws relating to
broadcast material and, as a consequence sometimes these rights will not be available to
individuals.

16.4 Other complaints

Should you receive any other complaints from individuals about the way the BBC uses their
personal information, please contact the IPC team for advice.
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Module. 77 - Lnergption of BBC Data

17. Personal Data

In order to protect personal data Information Policy apd Compliance have defined rules for
personal data which must be encrypted. This requirement applies to all personal data collected

for the BBC, even if held by Independent or 3™ party organisations.

17.1  What personal data sholld be encrypted?

e All documents holding sensitive data relating to named individuals where the distress
that might result from the misuse or disclosure would be deemed significant (e.g. major
talent salaries, medical conditions ethnicity, religious or information about sex life)

o All Children’s contact details

« Documents holding named information and their financial information (hank details etc)
of more than 50 individuals.

«  All documents holding names and other non-sensitive personal data (e.g. date of birth or
National Insurance Number) of more than 1,000 individuals.

17.2  Other Data

Individual department or Divisions can define additional types or groups of data that should be
encrypted. The processes will be the same as those defined below.

17.3 How should | encrypt data?
17.3.1 Data being sent via e-mail
Regular third parties in receipt of BBC encrypted data

Where the BBC has a regular communication with 3™ parties, an encfrypted tunnel will
be created between the BBC and the 3™ party. This means that the user need perform
no further actjon, their mail will automatically be encrypted between the BBC and its
destination.

Current encrypted tunnels exist between the BBC and

e Capita HR Direct
¢ Red Bee Media (RBM)

Other 3" parties

The BBC currently only provides encryption through usage of WinZip. This means that
the document has to be added to a WinZip file, and a password appliqed. This password
must not be sent with the document in question, but communicated via telephone.
Instructions for how to perform this function can be found on the BBC IS website here
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If the third party is sending a WinZip file to the BBC, it must be zipped using WinZip
V9.0 or higher, the encryption below this version of WinZip is not strong enough.

If you need to find out what version of WinZip is running, open WinZip, and under the
Help menu is About WinZip, this displays various information including the version
number.

17.3.2 Data being sent via means other than e-mail
Encrypted memory stick
The BBC recommends usage of a encrypted memory stick, which are available to buy on
Quick Order. Again the password must not be stored with the stick itself. Hoyvéver if

any other device is available, please check with ism@bbc.co.ik to ensure that the
encryption used is suitable to protect BBC data.

CD Rom or DVD

The data should be saved to the CD Rom/DVD in the form of a WinZip file, instructibns
above.

17.4 How do | decrypt data?

If you have received data from a 3™ party that is encrypted, you need to follow their
requirements. Please ensure you receive passwords by phone, or through the post, and not via
the same route that the data has taken.

If it is a password encrypted WinZip file, entering the password as given by the third party will
decrypt the data.

17.5 Canl encrypt portable data (e.g. Phones/PDAs/Blackberrys)?

Currently the BBC has no capability to encrypt data on these devicgs, It is requested that the
manager of a department seriously consider if it is appropriate to use these devices if personal
data is being transported. Advice should be sought from the department DPA Representative. A
list of these can be found on the |PC website.

17.6 Laptop Encryption
Full Disk Encryption has now been rolled out across the BBC’s laptop population.

If you believe you have a business justification for you laptop to be un-encrypted (i.e. travelling
to certain countries where laptop encryption is illegal), then please submit your enquiry/request
to the BBC’s Information Policy & Compliance team by emailing: dpa.officer@bbc.co.uk Please
check our Encryption page for more information.

During 2010 the BBC will also be rolling out end-point encryption which will prompt the user to

elect whether or not to encrypt documents before they are saved to removable media (i.e.
memory sticks and CD-ROMs or DVDs).

Contact the (PC Team at: dpa.officer@bbc. co.uk 73

Modale 18 - Privacy Notices

SUMMARY

A privacy notice is a statement informing individuals how the data collected about them will be
used, for what purposes and by which organisations. The privacy notice should be displayed
wherever personal information is collected about individuals, e.g. on a webform or website page
where individuals are invited to submit personal information whether in the form of contact
details, photographs or otherwise. The primary purpose of such a notice is to ensure the
collection and use of personal information is fair.

As a minimum the privacy notice should clearly state:

e whois collecting the information

« why you are collecting and processing the information
« * how the information will be used '

* who it will be shared with

Try puttihg yourself in the individuals’ shoes, what would you expect to be told if you were
providing your personal details? For example, if you are using the information} for an
unexpected or objectionable* purpose, you must make this clear in the Privacy Notice.

*and don’t forget the editdrial guideiines

About Privacy Notices

The BBC’s Privacy & Cookies policy is a Privacy Notice. The policy informs users how the BBC
will use their information and for which purposes.

In order to be open and transparent as to how the BBC will use personal information, the BBC
has included much more than the minimum necessary information in the Privacy & Cookies
Policy. There will be some members of the public who are unlikely to read this detailed
information. The BBC therefore takes a layered approach to privacy notices. This involves
providing a short notice containing only the basic privacy information and a link to the
Privacy and Cookies Policy wherever personal information is collected from individuals. The
more detailed Privacy and Cookies Policy will be available on a linked webpage for those who
want further informatiop.

When to use a Privacy Notice

A Privacy Notice is to be displayed wherever personal data‘is collected from individuals. This
includes situations where another organization is collecting the information on the BBC’s behalf
(e.g. an indie producer or a market research company). Examples include:

« webforms - e.g. Have your Say pages, Be on a Show, comments pages, BBC Complaints,
mailing lists or ticket ordering forms

« webpages instructing users to submit user generated content or personal details

e paper forms

This information can be interspersed within the text of the website if you are collecting
information online but it must be easy for the user to find. However, it is not acceptable to
require the user to click away from the informatign collection webpage to a separate webpage.
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If an Indie is collecting personal information on the 88C's behalf the BBC must Have

written data processing agreement in place and you must be s ‘ tisfied that the ievel

security they offer for the personal infarmation is suitable. Speak to your DP Representative
or {PC for advice. {See Rule 13 and Rule 14] )

Collecting Sensitive Personal Data - Additional Requirements

When collecting sensitive personal data (for example details of an individual’s racial or ethnic
origin, their political opinions or religious beliefs, their sexual orieptation or whether they have
a disability and/or any access requirements} the privacy notice rhust be ‘actively
communicated’ to the user. This means that the BBC must take positive steps to bring the
reasons for collecting such sensitive information to the attention of the user. On a webpage or
webform this can be achieved through a pop up box containing the relevant information.

Example Privacy Notices

These examples are intended to be used as a template for producing your own privacy netices.
They are provided as a source of guidance only. Although the BBC wishes its Privacy Notices to
be consistent across its services, it is important that the notices reflect the purposes for
collecting personal data and they include all necessary information.

The Privacy Notices should be included on the webform used to col‘lect information or the
webpage detailing how applicants can apply.

Contents

1. Be on a Show
a. BBC collecting and using personal informatiop. No transfers td third
parties
b. BBC collecting information and then sending it to an Indie to develop
and produce the programme on the BBC’s behalf
c. Indie collects the data and produces the programme itself
2. UGC- e.g. Have Your Say; Your news, your pictures} Citizens Journalism:
Your thoughts; Snapped; Comments etc
a. BBC collecting and using personal informatipn, photos, videos and UGC.
No transfers to third parties. ‘
b. BBC collecting and sharing personal information, photos, videos and UGC

with Indies

c. Indie collecting and using personal information, photos, videos and UGC
3. Requests for participants for market research or feedback sessigns
4, Email newsletters
5. Maillng lists (Short form)
6. Mailing lists (Long form e.g. Shows, Tours and Live Events Mailing List
7. Competitions ‘
8. Texts, Telephone and contact us Remember & Privacy Notice Tells People:
9 Linking to external website

« who is collecting the information

* why you are collecting and processing
the information

¢ how the information will be used

[TEXT BOX-TO-APPEAR ON-EACH: PAGE  OF -GUIDANCE NOTES] o who it will be shared with

Always minimise the amount of data

collected and tailor these examples to
suit your specific circumstances.

When collecting sensitive personal details
you muist ACTIVELY COMMUNICATE this
informatjon to users.
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Programmes — Be on a Show

Example A: BBC collecting and using perspnal information. No
transfers to third parties.

Programme XX {BBC Qne) application form

You must not submit personal information relating to another individual without first
obtaining their express permissiun. Al fields marked * are mandatory
*Your Full Name

Minimise the amount of
Your team mate’s name data collected. Ask for
! participant’s age or age

- range rather than a date
*Your E-mail address of birth. Is it necessary to

. collect the applicant’s

full postal address at this
*Your address 4 stage?

Phone number:

Team mate's email address

I - . Be aware that information about an
Your age individual’s ethnic or racial origin,
their religious beliefs, their sexual

s orientation or their physical or
Team mate’s age mehtal health is sensitive personal
I data. Only collect this information
. where it is absolutely necessary and
you must take steps to actively
communicate why this is required.

What is the relationship between you and your team mate?

Contributor monitoring: In the interest of equal opportunities, the BBC is keen to encourage
a greater diversity of individuals applying to appear on its programmes, so we would be )
grateful if you could take the time to answer the foliowing optional questions. The information
will be held in the strictest confidence and it will not prejudice your application if you choose
not to answer these questions.

C
« Do you consider yourself to be disabled? ™ Yes
--- select -~

No Details

« Please indicate your ethnic arigin

The BBC would like to retain your details for future related use, for example when we
are producing simifar programmes. Are you happy for us to do this and to contact

you in the fqture? c Yes e No Your answer to this question will not influence the
selection process for [INSERT NAME OF SHOW].

The information you provide will be collécted and compiled by the BBC for the purposes of assessing
whether you are a suitable contributor for [INSERT NAME OF SHOW] and developing and producing [INSERT
NAME OF SHOW] and any associated website content, programme, publicity, promotion and/or distribution
materials. Unless you have indicated otherwise, the BBC will only use your details in connection with
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{INSERT NAME OF SHOW] and associated material. Th‘e BBC will not transfer your details to any third party

without contacting you first. Please visit the BBC's Privacy & Cookies Policy (www.bbc.co.uk/privacy) for
more information.

Please note, the BBC receives a high number of applications for its shows and we cannot invite everybady
who applies to participate. Therefore we will only contact you if your application fs successful. If you'are
not selected to appear on this show, and you have indicated that you do not wish for us to retain your
details, the BBC will securely destroy your personal information and we will nat use it for any other
purpose.

Example B: To be used when the BBC is collecting the
information and then sending it to an Indie to develop and
produce the programme on the BBC's behalf.

Programme YY (BBC Two)

[Insert a brief description of the show and the type df applicants you are
looking for].
Don't delay, apply today and you could be joining us in the studio soon.

Programme YY is produced for the BBC by [Insert Indie’s name].

[Insert any conditions applying to applicants e.g. age limits and residency
requirements].

To apply

Email: [Insert contact details]
Post: [Insert contact details]

Closing date: [Insert closing date]

The information you provide will be collected by the BBC. The BBC will share your information
with [INSERT INDIE*S REGISTERED COMPANY NAME AND NAME OF PROGRAMME, e.g. Company X,
producers of the series XX] for the purposes of agsessing whether you are a suitable contributor
for [INSERT NAME OF SHOW] and developing and producing [INSERT NAME OF SHOW] arid any
associated website content, programme, publicity, promotign and distribution materials. Your
details will not be transferred to any other third party without contacting you first. Please visit
the BBC's Privacy & Cookies Policy {(www.bbc.co.uk/privacy) for more information.

Please note, we expect to receive a high number of applications for this show and we cannot
invite everybody who applies to participate. Therefore you will only be contacted if your
application is successful.

The BBC would like to retain your details for future related use, for example when we are
producing similar programmes. If you are happy for us to do this and to contact you in the
future please let us know in your application. (Please note your decision will not affect the
selection process for [INSERT NAME OF SHOW]).
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If you are not selected to appéar on this show, and you have indicatéed that you do not wish for

us to retain your details, the BBC and pNSERT NAME OF INDIE] will securely destr'oy your
personal information and we will not use it for any other purpose.

Example C: To be used where an Indie collect§ the data and
produces the programme itself. In this situation the Indie's
Privacy Policy will govern the use of the pé%rsonal information.

Programme YX (BBC Two)

[Insert a brief description of the show and the type of applicants you are
looking for].

Programme YY is produced for the BBC by [Insert Indie’s name].

[Insert any conditions applying to applicants e.g. age limits and residency
requirements].

To apply

Applications: Please download and complete this application form

Privacy Notice [To be added to the application form or, if there is no
such form, to be displaye:: on webpage with the qppiication
instructions]

[INSERT INDIE'S NAME] would like to retain y&#iur details for use in the future when
we are producing similar BBC programmes. Are you happy for us to do this and to
contact you i the future? Yes{” | No[_] Your answer to this question wilt not influence the
selection process for [INSERT NAME OF SHOW].

The information you provide will be collected and compiled by [INSERT INDIE‘S REGISTERED
COMPANY NAME AND A DESCRIPTION OF THEIR ROLE, e.g. Company X, producers of the series
Xx], for the purposes of assessing whether you are a suitable contributor for [INSERT NAME OF
SHOW] and developing and producing [INSERT NAME OF SHOW] and any associated website
content, programme, publicity, promotion and distribution materials. [INSERT INDIE‘S NAME]
will riot store or use your details for any other purpose and will not transfer your details to any
other third party without contacting you first. Please visit the Privacy Policy ([INERST LINK TO
POLICY]) for more information.

Please miote, we expect to receive a high number of applications for this show and we
cannot invite everybody who applies to participate. Therefore you will only be contacted
if your application is successful. 1f you are not selected to appear on this show, and you
have indicated that you do not wish for us to retain your details, your personal information
will be securely destroyed and not be used for any other purpose.
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User Generated Content- e.g. Have Your Say; Your news,
your pictures; Citizens Journalism: Your thoughts;
Snapped; Comments etc. ‘

Example A: BBC collecting and using personal information,
photos, videos and UGC. No transfers to third parties.

*Display Name (How would you like your name to appear alongside your
contribution?)

*** Your Name

l

N . Only collect the necessary

*++ = b

Your E-mail address information e.g. do not collect the
l user’s addfess if you only need the
name of their general location.

*Town & Country

it must be clear from the form

. R which information will be published
“Phone number (optional): on the welgrs'i,te. Users musa be

I o given an option to supply a screen

name/their initials rather than their

full name.

Comments

Upload a video, audio clip or photo {optional)
Choose the video or photo you want to upload. JR:TTIT

Videos are limited to 70MB in filesize, We accept your video in .wmv, .dvi, .mp4, .mov or .3gp
format. Photos are limited to 10MB In filesize. We accept your phatos in JPEG format (.JPG).

All fields marked * are mandatory
++This information will only be used by BBC for the purposes of ¢ontacting you about your
comment and/or for verifying your identity, it will not be published.

The information you provide will be collected and compiled by the BBC for purposes of [INSERT
PURPOSE OF DATA COLLECTION e.g. the next series of [INSERT PROG NAME]/use on the
website/message board]. The BBC may wish to use your contribution in pther BBC services,
strictly in accordance with the BBC's Terms of Use (www.bbc.co.uk/terms).

Your Qeta.ils will not be passed to anyone else and we will only contact you with regard to your
contribution and its use by the BBC. If you submit an image, video or audio recording of anyone

Contact the IPC Team at: dpa.officer@bbc.co.uk 79

other than yourself, you rust obtain their permission first and if the person is a child you will

need to obtain their parent’s written consent. Please visit the BBC's Privacy & Cookies Policy
(www.bbc.co.uk/privacy) for more information.

The BBC may need tp edit your contribution for technical or operational reasons and we cannot
guarantee that your contribution will be shown. Please ensure that your contribution complies
with the BBC's Terms of Use (www.bbc.co.uk/terms), and any local terms and House Rules.

Example B: BBC collecting and sharing person:',at information,
photos, videos and UGC with Indies. UGC to be published on
BBC.co.uk

*Display Name (How would you like your name to dppear alongside your contribution)

***Your Name

s ) Only collect the necessary
*2*Your E-mail address information e.g. do not collect the
user’s address if you only need the
name of their general location.

*Town & Country

} It must be clear from the form

- ‘ ) which information will be published
Phone number (optional): on the website. Users must be
ven an option to supply a screen

name/their initials rather than their
Comments full name.

Upload a video, audio clip or ph¢to (optlonal)
Choose the video or photo you wank to upload. JE:TERPTS

Videos are limited to 70MB in filesize. We accept your video in .wmv, .avi, .mp4, .mov or .3gp
format. Phatos are limited to 10MB in filesize. We accept your photos in JPEG format (.JPG).

All fields marked * are mandatory
*+*This information will only be used by BBC for the purposes of contacting you about
your comment and/or for verifying your identity, it will not be published.

The information you provide will be collected and compiled by the BBC for the
purpose of [INSERT PURPUSE OF DATA COLLECTION e.g. the next series of [INSERT
PROG NAME]}/use on theé website/message board]. The BBC may wish to use your
contribution in other BBC services, strictly in accordance with the BBC's Terms of Use
{www,bbc.co.uk/terms).
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The BBC will share your details and contribution with [INSERT INDIE], producers of
Programme XX. Your details will not be passed to anyone else, and [INSERT INDIE]
and the BBC will only contact you with regard to your contribution and its use by the
BBC. If you submit an image, video or audio regording of anyone other than yourself,
you must obtain their permission first and If the person is a chiid-you wiil need to

obtain their parent’s written consent. Please visit the BBC's Privacy & Cobkies Policy
{(www.bbc.co.uk/privacy) for more information.

The BBC may need to edit your contribution for technical or operational reasons and
we cannot guarantee that your contribution will be shown. Pléase ensure that your
contribution complies with the BBC's Terms of Use (www.bbc.co.uk/terms), and any
focal terms and House Rules,
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Example C: Indie collecting, hosting and using qersonal
information, photos, videos and UGC.

*Display Name {(How would you like your name to appear alongside your contribution)

*** your Name

. Only collect the pecessary

++

~~"Your E-mail address information e.g. do not collect the
l yser’s.address if you only need the
name of their general location.

*Town & Country

It must be clear from the form

oo . which information will be published
*fPhone number (optional): on the website. Users must be
I given an option to supply a screen
name/their initials rather than their
full name.

Comments

Upload a video, audio clip or photo (optiopal

Choose the video or photo you want to upload. [:I{dUT:

Videos are limited to 70MB in filesize. We accept your video in .wimv, .avl, .mp4, .mov or .3gp
format. Photos are limited to 10M8 in filesize. We accept your photos ih JPEG format (.IPG).

All fields marked * are mandatory

+*This information will only be used by [INSERT INDIE’S NAME], independent
producers commissioned by the BBC to make [INSERT PROG NAME], for the purposes
of [INSERT PURPOSE OF DATA COLLECTION e.g. the next series of [INSERT PROG
NAME]/use on the website/message board], and not for any other purpose.

The information you provide will be collected and compiled by [INSERT INDIE'S
NAME] and stored in [INSERT COUNTRY]. [INSERT INDIE'S NAME] will not share the
information with any party other than the BBC. If you submit an image, video or
audio recording of anyone other than yourself, you must obtain their permission first
and if the person is a child you will need to obtain their parent’s written consent.
Please visit the Privacy Policy ([INERST LINK TO APPLICABLE POLICY]) and terms of
use ([INSERT LINK TO APPLICABLE TERMS OF USE]) for more information.

[INSERT INDIE’'S NAME] and/or the BBC may wish to use your contribution in other
BBC services or in othér progammes/services produced in connection with [INSERT
PROG NAME]. Either organisation may need to edit your contributiqn for technical or
operational reasons. We cannot guarantee that your contribution will be shown.
Please ensure that your contribution complies with the BBC's Terms of Use
(www.bbc.co.uk/terms), and any local terms and House Rules.
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Requests for participants for market research or
feedback sessions

[Insert an introduction to the project which should include details of the aims af the project and
the time commitments required from volunteers.]

Name:

i

E-mail address : Only collect the minimat necessary
information e.g. do not collect the
user’s address if you only need the
Phone number: name of their place of residence.

g Consider whether the full pestcode i$
necessary, you can identify what
region or area of the country
somebody is frgm the first part of the
postcodeg.

First part of your postcode:

if the BBC is collecting the data use the following Privacy Notice:

The information you provide will be collected and compiled by the BBC and [INSERT NAME OF
MARKET RESEARCH COMPANY] for the purposes of [INSERT PURPOSE OF COLLECTION e.g.
selecting participants in research/feedback sessions to help improve our future

services/ programming]. Those who are selected will be invited to take part in longer exercisés
with [MARKET RESEARCH COMPANY], an independent market research company, who will
contact you directly. Your details will only be used for the purpose of this BBC research and not
for any other purpose. Please visit the BBC's Privacy & Cookies Policy (www.bbc.co.uk/privacy)
for more information. o

Please note if we receive a high number of responses we may not be able to invite everybody
who applies to participate. Therefore we will only contact you if your application is successful.
If you are not selected to participate your personal information will be securely destroyed and
we will not use it for any other purpose.

If the Market Research company is collecting the data and the BBC only receives the resuits
use this Privacy Notice: '

The information you provide will be collected and compiled by the [INSERT NAME OF MARKET
RESEARCH COMPANY] for the purposes of INSERT PURPOSE OF COLLECTION e.g. selecting
participants in research/feedback sessions to help improve our future services/ programming].
Your details will only be used for the purpose of this research and not for any other purpose.
Please visit the Privacy Policy {INSERT HYPERLINK TO THE RESEARCH COMPANY’s PRIVACY
POLICY (www.)] for more information.

Please note if we receive a high number of responses we may not be able to invite everybody
who applies to participate. Therefore we will only cantact you if your application is successful.
If you are not selected to participate your personal information will be securely destroyed and
we will not use it for any other purpose.
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Email newsletters/mailing lists (Short form)

[INSERT BRIEF DETAILS OF NEWSLETTER, INCLUDING FREQUENCY AND CONTENT e.g. If you'd like
to keep up to date with weekly news about our programmes, schedules and websites, you can
join our mailing list. We've got news of events and programmes not to be missed.]

To join the mailing list, simply type your email address in the white box and click the submit

button.

Please be careful to enter your email address correctly or you won't receive any of our updates!

Email

Your personal informatign will be held by the BBC and will only be used in relation to this
hewsletter. Your details wili not be passeq to any third party without youF consent. You
will be given the opportunity to unsubscribe from each newsietter every time you receive
it. Please visit the BBC's Privacy & Cookies Policy (ygww.gbc,ég.uk[p[lvggxl for more
information.

Mailing lists (Long form e.g. Shows, Tours and Liye
Events Mailing List)

Join our mailing list .

To receive news by email or post about farthcoming shows, tours and live events, please fill in the form
belaw.

Please select the categories of show that thterest you. You can changk your preferences at any time.

*required information

*Categories that interest you:

Music - Tell us which radio stations you like and we'll usg the information to helb us choose which
music events to send you '

r Radio 1 and 1Xtra r Radio 2 r Radio 3 r 6 Music r Asian Network

r Entertainment r Comedy r Lifestyle r News, current affairs and politicsr' Sport
r Shows, tours and events in my area r Children's

“Title

*Firstnamel. ... ...

“Last name I .y
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- selecl o

“Age range | Why do we need to know this? (opens a pop-up window)

l --- select --- fed
Occupation . ~~tWhy do we need to know this? (opens a pop-up
window)

Street (Example: Glasgow Street) l - w . Please enter your address if you want to receive
details via post

House number (Example: 100} I -
House sub name (Example: Flat 1b)I

House building name {(Example: Cherry Tree Cottage) l

“Town/City
select -

‘Countyl Why do we need to know this? (opens a pop-up window)
Postcode I

“Email addressl . ‘Why do we need to know thls? {opens a pop-up window)
- select—- ¥

“Where did you hear about us? 1
*| agree that the BBC can use this mfonnation to contact me by emavl or post about tickets for BBC shows,
tours and events

Your personal information will be held by the BBC and will only be used to sen‘q you information about the
categories of shows, tours and events that may interest you. Your details will not be passed to any third
party without your consent. You will be given the opportunity to unsubscribe from each newsletter every
time you receive it. Please visit the BBC's Privacy & Cookies Policy (M.bﬁc.co.uk/gﬁvag) for more:s

information,
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Tickets for BBC shows booking forms

Book tickets

We're pleased to announce we have made improvements to our ticketing system. This means you’ll now be
able to receive eTickets directly to your email address which will make the service quicker and more
reliable for you.

To apply for tickets, please complete IN FULL and submit the details below. We'll process your application
as quickly as possible and email you confirmation of your booking. So please make sure your email address
is correct. -Altematively, apply by phone by calling sox.

*required information

*Number of ticketsi... -
“Title!.
“First name l.....

“Last namel....
- select ---

*Gender ... Why do we néed to know this? (opens a pop-up window)
“Age rangel. » select o bl Why do we nieed to know this? (opens a pop-up window)
Occupation l o ?ehct - ~dWhy do we need to know this?

*Street (Example: Glasgow Stree I

House number {Example: 100)I—L'

House sub hame (Example; Flat 1b)l

House building name (Example: Chérry Tree Cottage) I -
“Town/City ). .. . .

*County l - select EWhy do we need to know this?

*Postcode l e

*Email address l Why do we need to know this? (opens a pop~uP window)
*Daytime phone number

Mabile phone 1. Why do we need to know this? (opens a pop-up window)

*Do you have any access needs? Why do we need this i o fikiin o m—bnnd
Details of access requirements are likely to

¢ ®

Yes

_d communicate why you ﬁre collecting this
information by using a pop up box.

provide details of an individual's physical health,
No which is sensmve personal data. You must actively

- sele‘cf e 3
*Where did you hear about us? -
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*Would you like to receive email updates about forthcoming shows, tours and events?

C Yes

& No

Your personal information will be held by the BBC, and unless you have opted to receive email updates
about forthcoming shows, tours and events, your details will only be used to process you request for

tickets. Your details will not be passed to any third party without your consent. Please visit the BBC's
Privacy & Cookies Poticy (www.bbc.co.uk/privacy) for more information.

Competitions
[Please see these Guidelines for further information and guidance]

if the information collected is ONLY going to be used in connection with the campetition
AND the competition terms and conditions refer to the BBC’s privacy policy it is not
necessary to display the privacy notice below. However, only thie minimum necessary
information should be collected.

To enter please fill in the form below. *required information

Your Answer {In 100 words or less):

*Your name:

*Your address:

Mobile telephone
no:

This privacy notice is

s to be used where
sensitive personal

l oy data is being

i collected AND/OR ‘the

information will be

Before you send in the form, please read the competition | retained and used fot

» terms and conditions marketing purposes

*Your email
Address:

The BBC would like to retain your details for future re’ated use, for example to send

you email updates about forthcoming shows, tours and events. Are you happy for us
to do this and to contact you in the future? c &

Yes No
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The BBC will only use yopr personal details for the purposes of administering this competition,
unless you have opted to receive email updates about forthcoming shows, tours and events, and
will not publish them or provide them to anyone not connected with this competition without
your permission. Please visit tbe BBC's Privaty & Cookies Policy (www.bbc.co.uk/privacy) for
more information.

Texts, Telephone and contact us

Guidance: Where users are provided with a telephone number, a text number, email
address or means of submitting personal information, photographs or user generated
content the following Privacy Notice should appear on the webpage:

Any personal informatioh you submit will be held by the BBC and will only be used in relation to your
submission, query or message. Your details will not be passed to any third party without your consent.
Please visit the BBC's Privacy & Cookies Policy (www.bbc.co.uk/privacy) for more information.

{This section is sti{l under review].

Linking to external website

Guidance: This is not a Privacy Notice a$ such, but you need to add a line of text after the
link to external website.

To apply online, go to [INSERT EXTERNAL WEBSITE URL]. The BBC has no control over and is not
responsible for the content on extgmal websites. The BBC recommends that you check their
privacy policy about how they plan to use your personal information. Some sites may send or
host your personal information gutside the European Economic Area.

Contact the IPC Team at: dpa.officer@bbc.co.uk 88

MOD100018156


http://www.bbc.co.uk/privacvl
http://www.bbc.co.uk/Drivacv
http://www.bbc.eo.uk/pnvacvl

For Distribution to CPs

@ r

Version control

V1 August 2008 Lucy McGrith
V2 June 2009 Section 12.4.4 - CCTV requests from Lucy McGrath
insurance companies
V3 November Section 7.6 - updated to reflect the Pénn Jarvis
2009 current BBC position on encryption.
V4 January 2010 | Module 3 Contacting the Audience - | Lucy McGrath
amended
Module || Marketing - added.
Section | [.4 - guidance on “send to a
friend” and viral marketing added
Module |5 Data Security breaches -
amended
Module I8 Privacy Notices - added
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